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  I am honored to be here at the Chatham House and I would like to thank Dr. Robin 
Niblett for the invitation to speak today. Today I am going to focus on the subject of the second 
session – “Competition Law Enforcement in the Digital Economy.”  There is no question that the 
rise of the digital economy and its transformative disruptive innovations – smartphones, apps, 
Internet of Things (IoT) things – have raised some new questions for competition enforcers such 
as whether antitrust law should impose limits on the use or collection of consumer data and when 
enforcement versus regulation is optimal for promoting innovation.  I look forward to the 
discussion of these and other issues this afternoon. 

I am going to focus on three topics in my remarks today.  First, I am going to talk about 
the role competition enforcers can and should play in protecting competition and promoting 
innovation in the digital economy.  Then I will turn to the role of “big data” in antitrust 
enforcement.  Finally, I will explore some of the frontiers for competition enforcers in the digital 
economy.  This is a broad set of topics, so I will keep my remarks fairly high level. 

Protecting Competition, Promoting Innovation: The Role of Competition Enforcers 
in the Digital Economy 

It is sometimes said that competition in the so-called “new-economy” is different from 
competition in old-economy markets and that antitrust law and competition enforcers cannot 
keep pace with changes in high-tech markets.2 

Critics suggest that antitrust enforcers should not intervene in dynamic markets given the 
risk that even well intentioned enforcement may do more harm than good.3  Others view 

1 The views expressed in this speech are my own and do not necessarily reflect those of the Commission or any 
other Commissioner.  I would like to thank Brian O’Dea for his contributions to this speech. 
2 See, e.g., Ronald A. Cass, Antitrust for High-Tech and Low: Regulation, Innovation, and Risk, 9 J. L. Econ. & 
Pol’y 169 (2012-2013), 
http://heinonline.org/HOL/Page?handle=hein.journals/jecoplcy9&g_sent=1&collection=journals&id=177; Thomas 
A. Piraino, Jr., A Proposed Antitrust Approach to High Technology Competition, 44 Wm. & Mary L. Rev. 65 
(2002), http://scholarship.law.wm.edu/wmlr/vol44/iss1/3. 
3 For a description of these arguments, see Howard A. Shelanski, Information, Innovation, and Competition Policy 
for the Internet, 161 U. Pa. L. Rev. 1663, 1671-5 (2013), 
http://heinonline.org/HOL/Page?handle=hein.journals/pnlr161&div=44&g_sent=1&collection=journals; Ilene K. 

http://heinonline.org/HOL/Page?handle=hein.journals/pnlr161&div=44&g_sent=1&collection=journals
http://scholarship.law.wm.edu/wmlr/vol44/iss1/3
http://heinonline.org/HOL/Page?handle=hein.journals/jecoplcy9&g_sent=1&collection=journals&id=177


  

 

 

 

 

 

 

 

                                                                                                                                                             

 

competition law as a vehicle to address emerging issues related to privacy and data security.  
Either approach would create new rules of the road for competition law. 

I believe there is relatively broad international consensus, however, that antitrust 
enforcers can and should play a vital role in protecting competition (but not competitors) in the 
high-tech, digital economy by preserving the process of innovation and keeping markets open for 
innovators. This is particularly true in the digital economy where innovation is often disruptive 
of (or even destroying) existing markets.  For example, disruptive innovators can create new 
markets, displace established incumbents (smartphones rapidly replaced other mobile handsets) 
or change markets by providing services in a new way (such as ride sharing). 

It is true that our ever expanding connectivity is enabling disruption and expansion at 
extraordinary speed.  But competition enforcers should not turn a blind eye toward 
anticompetitive behavior in high-tech markets simply because we cannot predict the future with 
certainty or because these markets are fast-moving and dynamic.  Doing so could not only result 
in harms to consumers and competition going unchecked – it could also harm innovation.  

What is the relationship between antitrust enforcement and innovation?  Frequently, these 
concepts are thought of as somehow in tension or opposition to one another.  That is perhaps true 
if we focus just on the targets of antitrust investigation.  A firm with a strong market presence in 
a digital market may indeed feel constrained in some respects by potential antitrust exposure.  

 But we must also consider the effect of antitrust enforcement – or of antitrust under 
enforcement – on potential entrants and new competitors.  This is particularly true in the digital 
economy where disruptive innovations often take place outside established firms and wary 
incumbents may have incentives to slow or even prevent new entrants.  If we wish to maximize 
innovation in digital markets, we must ensure that new entrants have the opportunity to test their 
ideas in the marketplace.   

That doesn’t mean that most new entrants will succeed – the data suggest that most will 
not. But a potential entrant must be confident that competition enforcers will respond to 
anticompetitive exclusionary vertical conduct or other monopolistic behavior by a dominant 
incumbent.  If we stand idly by for fear of disturbing the innovation incentives of current market 
participants, we diminish the incentives for disruptive innovation and new entry. 

Gotts, Scott Sher & Michelle Lee, Antitrust Merger Analysis in High-Technology Markets, 4 Eur. Competition J. 
463, 464-5 (2008), https://www.wsgr.com/PDFSearch/sher1208.pdf. 
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Competition enforcers can also incorporate innovation effects into merger analysis.  For 
this reason, the U.S. antitrust agencies' revised 2010 Horizontal Merger Guidelines include a 
section that specifically addresses innovation effects.4 

In many digital markets, a traditional price-based approach to competition analysis may 
not show a complete picture - this can be particularly true in two-sided markets, where one side 
may subsidize the prices users pay on the other side.  Indeed, in the digital context there are 
many examples of products and services offered to customers for free – such as Internet search 
engines and social networks and booking engines.  On the free side, competition often takes the 
form of innovation and quality improvements in products.  Enforcers should, in my view, not 
only consider price effects on the paying sides of these platforms but also consider harms to 
quality and innovation competition on the free side.5 

Finally, competition enforcers also play a key role in promoting innovation by advocating 
on behalf of disruptive entrants especially when incumbents seek to block entry via regulation or 
legislation.  The FTC has a long history of advocating for competition at the state and local 
levels. 

When Internet retailers first began making sales to consumers, incumbent brick and 
mortar retailers sought regulatory protection against these new entrants in a number of markets.  
The FTC advocated against regulatory barriers to online entry in numerous markets from contact 
lenses to wine shipments.6  The FTC has also promoted competition in health care by, among 
other things, advocating against certain barriers to health care delivery by non-physician 
providers.7  When innovation takes the form of a new business model – such as Tesla's model of 
directly selling cars - the FTC has advocated against laws that prohibit OEMs from selling 

4 See U.S. DEP’T OF JUSTICE & FED. TRADE COMM’N, 2010 HORIZONTAL MERGER GUIDELINES § 6.4. 
5 See, e.g., Statement of Commissioners Ohlhausen, Wright, and McSweeny Concerning Zillow, Inc. / Trulia, Inc., 
File No. 141-0214 (Feb. 19, 2015), 
https://www.ftc.gov/system/files/documents/public_statements/625671/150219zillowmko-jdw-tmstmt.pdf. 
6 See, e.g., Staff of the Fed. Trade Comm;n, Possible Anticompetitive Barriers to E-Commerce: Contact Lenses 
(Mar. 29, 2004), http://www.ftc.gov/os/2004/03/040329clreportfinal.pdf; Letter from Susan Creighton, Director of 
the Bureau of Competition, FTC, et al. to New York Assemblyman William Magee et al. (Mar. 29, 2004), 
http://www.ftc.gov/be/v040012.pdf; 
7 See, e.g., Fed. Trade Comm’n Staff Comment Before the Louisiana House of Representatives on the Likely 
Competitive Impact of Louisiana House Bill 951 Concerning Advanced Practice Registered Nurses (April 20, 
2012), http://ftc.gov/os/2012/04/120425louisianastaffcomment.pdf; Fed. Trade Comm’n Staff Letter to the 
Honorable Representative Jeanne Kirkton, Missouri House of Representatives, Concerning Missouri House Bill 
1399 and the Regulation of Certified Registered Nurse Anesthetists (March 27, 2012), 
http://ftc.gov/os/2012/03/120327kirktonmissouriletter.pdf; Fed. Trade Comm’n Staff Letter to the Honorable Paul 
Hornback, Senator, Commonwealth of Kentucky State Senate, Concerning Kentucky Senate Bill 187 and the 
Regulation of Advanced Practice Registered Nurses (March 26, 2012), 
http://ftc.gov/os/2012/03/120326ky_staffletter.pdf; Fed. Trade Comm’n Staff Comment Before the Maine Board of 
Dental Examiners Concerning Proposed Rules to Allow Independent Practice Dental Hygienists to Take X-Rays in 
Underserved Areas (Nov. 16, 2011), http://ftc.gov/os/2011/11/111125mainedental.pdf. 
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vehicles outside dealer networks.8  The FTC has also submitted comments to multiple cities and 
taxicab authorities urging that regulations be limited to legitimate safety and consumer protection 
issues, and not impede competition from new ride-hailing platforms (such as those offered by 
Uber and Lyft).9 

I think it is important to emphasize that the role of the FTC is not merely one of a 
reactive enforcer when it comes to promoting innovation.  The U.S. antitrust agencies are 
frequently out in front, using the principles of competition law to help ensure that new and 
exciting ideas have the opportunity to succeed on their merits. 

The Competitive Significance of Big Data 

I am going to turn now to another feature of the digital economy – data – and discuss the 
dynamics data raise for competition enforcers.  First, let me stress that data – even massive 
amounts of it – is nothing new. But what is changing in the digital economy is the volume, 
velocity, variety and value of data or the four Vs.  Each of these categories is growing briskly – 
there is more data than ever before, companies can accumulate and analyze data faster than ever 
before, and increasingly sophisticated data analytics permit companies to combine and jointly 
analyze more previously disparate sources of data than ever before.10 

For enforcers the four Vs (volume, velocity, variety, value) of data raise some questions 
such as: Does “big data” constitute a relevant market and can “big data” be a barrier to entry? 
The short answer to both these questions is: yes.  The longer answer is that it depends on the 
facts because data can be a variety of things – an input for improving products or services, a 
strategic asset, and/or a valuable commodity.11 I am not aware of evidence today that warrants 
treating “big data” as a special case – either by inferring that it always conveys market power or 

8 See Andy Gavil, Debbie Feinstein, and Marty Gaynor, Who Decides How Consumers Should Shop?, Apr. 24, 
2014, http://www.ftc.gov/news-events/blogs/competition-matters/2014/04/who-decides-how-consumers-should-shop. 
9 See FTC Staff Comment to the Honorable Brendan Reilly Concerning Chicago Proposed Ordinance O2014-1367 
Regarding Transportation Network Providers (April 15, 2014), 
https://www.ftc.gov/system/files/documents/advocacy_documents/ftc-staff-comment-honorable-brendan-reilly­
concerning-chicago-proposed-ordinance-o2014-1367/140421chicagoridesharing.pdf; FTC Staff Comments Before 
the District of Columbia Taxicab Commission Concerning Second Proposed Rulemakings Regarding Chapters 12, 
14, and 16 of Title 31 (June 7, 2013), http://ftc.gov/os/2013/06/130612dctaxicab.pdf; FTC Staff Comments to the 
Honorable Debbie Ossiander Concerning AO NO. 2013-36 Regarding the Regulatory Framework for the Licensing 
and Permitting of Taxicabs, Limousines, and Other Vehicles for Hire in Anchorage, Alaska (Apr. 19, 2013), 
http://www.ftc.gov/os/2013/04/130426anchoragecomment.pdf; FTC Staff Comments Before the Colorado Public 
Utilities Commission In The Matter of The Proposed Rules Regulating Transportation By Motor Vehicle, 4 Code of 
Colorado Regulations 723-6 (Mar. 6, 2013), http://ftc.gov/os/2013/03/130703coloradopublicutilities.pdf. 
10 See FED. TRADE COMM’N, BIG DATA: A TOOL FOR INCLUSION OR EXCLUSION 1-2 (Jan. 2016), 
https://www.ftc.gov/system/files/documents/reports/big-data-tool-inclusion-or-exclusion-understanding­
issues/160106big-data-rpt.pdf. 
11 For a description of these arguments, see Shelanski, supra note 3. 
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operates as a barrier to entry on the one hand, or by categorically exempting it from antitrust 
scrutiny on the other. 

In the big data world, there’s a lot of data that anyone can obtain for a fairly nominal cost.  
But there is also a lot of valuable data that is proprietary and could operate as a barrier to entry.  
An incumbent may have a significant advantage over new entrants if it possesses a valuable 
database that would be difficult, costly, or time consuming for a new firm to match or replicate.  
In those situations, competition enforcers can and should assess the competitive implications of 
data. The FTC has treated data as a relevant market in one recent case and found it to be a 
barrier to entry in others based on the specific facts and circumstances of those cases.12  But a 
one-size-fits-all view of data holdings is not the right approach in a world where so much data is 
available and so easily gathered. 13 

Another important topic when it comes to big data is the relationship between antitrust 
law and privacy and data protection concerns.  Some have suggested that competition law should 
focus more on privacy and data protection issues in analyzing platforms and other high-tech 
industries. Others have suggested that competition law should be used as a tool to improve 
privacy and data protections for consumers. 

In general, I see antitrust enforcement and the broader policy concerns regarding privacy 
and data protections as two separate, but important areas of consumer protection.  Privacy is a 

12 In Dun & Bradstreet-Quality Education Data (2010), the FTC determined that data, itself, was the relevant 
product.  The FTC found that the parties “were the only significant U.S. suppliers of [K-12] educational marketing 
data.” Analysis of Agreement Containing Consent Order to Aid Public Comment, In the Matter of The Dun & 
Bradstreet Corporation, Dkt. No. 9342, at 1 (Sept. 10, 2010), 
https://www.ftc.gov/sites/default/files/documents/cases/2010/09/100910dunbradstreetanal.pdf. 

In Nielsen-Arbitron (2013), the FTC determined that the proprietary data of Nielsen and Arbitron was a key 
input to offering downstream cross-platform audience measurement services.  The FTC found access to television 
audience data with individual-level demographic information to be a significant barrier to entry in that matter.  
Analysis of Agreement Containing Consent Order to Aid Public Comment, In the Matter of Nielsen Holdings N.V. 
and Arbitron Inc., File No. 131-0058 (Sept. 20, 2013) at 3, 
https://www.ftc.gov/sites/default/files/documents/cases/2013/09/130920nielsenarbitronanalysis.pdf. 

And in in Reed Elsevier-ChoicePoint (2008), the FTC treated data as an input in the market for electronic 
public records services for law enforcement customers.  Reed Elsevier’s Lexis-Nexis and ChoicePoint were the 
largest suppliers of public records services, with a combined 80% market share.  The FTC found that the parties’ 
combination of data and analytics were unique among electronic public records services and that other firms lacked 
the data an analytics to compete effectively for law enforcement customers.  Analysis of Agreement Containing 
Consent Order to Aid Public Comment, In the Matter of Reed Elsevier and ChoicePoint, File No. 081-0133 (Sept. 
16, 2008) at 2, https://www.ftc.gov/sites/default/files/documents/cases/2008/09/080916reedelseviercpanal.pdf. 
13 For example, the FTC decided to close its Google-DoubleClick investigation in 2007.  Staff examined whether the 
combination would enhance Google’s power in the ad intermediation market and concluded that it would not.  The 
FTC found that “neither the data available to Google, nor the data available to DoubleClick, constitutes an essential 
input to a successful online advertising product.”  Statement of the Fed. Trade Comm’n Concerning 
Google/DoubleClick (Dec. 20, 2007), File No. 071-0170 at 12, 
https://www.ftc.gov/system/files/documents/public_statements/418081/071220googledc-commstmt.pdf. 
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multidimensional issue involving the collection, use, retention and securing of consumer 
information – and the transparency and choices offered to consumers.  Of course, competition 
enforcement and privacy can intersect.  For example, the U.S. antitrust agencies routinely 
analyze non-price considerations in merger review where there is evidence that those non-price 
considerations are important to competition.  The FTC has yet to challenge a merger specifically 
based on the likelihood that it would lead to a diminution in privacy protections, but we have 
recognized the possibility that consumer privacy can be a non-price dimension of competition.  

Absent a clear nexus to competition, however, privacy and data protection concerns are 
best handled as consumer protection issues.14  I recognize that the FTC has an advantage in this 
regard since it is both a competition enforcer and a data protection enforcer.  For example, in 
Facebook-WhatsApp (2014), staff from the FTC’s Bureau of Consumer Protection (BCP), which 
handles privacy and data security cases, focused on how the merger would affect the promises 
that WhatsApp had made to consumers about the limited nature of the data it collects, maintains, 
and shares with third parties – promises that exceeded those of Facebook at the time the merger 
was announced. BCP concluded it was appropriate to alert the companies about these privacy 
concerns and to assure the public that the protections of applicable law (including a 2011 FTC 
order against Facebook) would apply to WhatsApp’s data.15   This was a consumer protection 
issue, and it was handled appropriately as such.  On the competition side, our Bureau of 
Competition staff allowed the transaction to proceed with no conditions.16  It is worth noting that 
the European Commission took a similar approach to analyzing the transaction.17 

14 Our agency has evolved into the premier privacy enforcer through our existing consumer protection authorities.  
Since we brought our first data privacy case over a decade ago, the FTC has brought more than 50 cases alleging 
violations of consumers’ privacy.  Additionally, the FTC has used its convening power to hold workshops and issue 
reports on leading data issues. Our recent report entitled “Big Data: A Tool for Inclusion or Exclusion?” examined 
how the uses of big data affected consumers – particularly vulnerable groups and protected classes. FED. TRADE 

COMM’N, BIG DATA (Jan. 2016), supra note 10 (The report found, that while there are readily identifiable pitfalls in 
the use of big data which could result in discriminatory effects, there are existing legal protections to ensure we do 
not diminish hard won protections as Big Data usage becomes more prevalent). 
15 Letter from Jessica Rich, Director, Bureau of Consumer Protection, Fed. Trade Comm’n, to Erin Egan, Chief 
Privacy Officer, Facebook, and to Anne Hoge, General Counsel, WhatsApp Inc.  (April 10, 2014), 
https://www.ftc.gov/system/files/documents/public_statements/297701/140410facebookwhatappltr.pdf. 
16 Similarly, concerns were raised last year regarding RadioShack’s proposed sale of its database of customers as 
part of its ongoing bankruptcy proceedings. Several states objected to the proposed sale on the grounds that 
RadioShack had previously promised customers that it would not resell customer data to third parties.  Our BCP 
director, Jessica Rich, wrote a letter acknowledging the “special circumstances” involved in a bankruptcy 
proceeding and providing guidance on how RadioShack might transfer customer information in a manner consistent 
with the promises it had made to consumers.  Letter from Jessica Rich, Director, Bureau of Consumer Protection, 
Fed. Trade Comm’n, to Elise Frejka, Founding Member, Frejka PLLC (May 16, 2015), 
https://www.ftc.gov/system/files/documents/public_statements/643291/150518radioshackletter.pdf. 
17 Case COMP/M.7217—Facebook/WhatsApp, Comm’n Decision, ¶ 164 (Mar. 10, 2014) (“Any privacy-related 
concerns flowing from the increased concentration of data within the control of Facebook as a result of the 
Transaction do not fall within the scope of the EU competition law rules but within the scope of the EU data 
protection rules.”). 
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One could argue that allowing the combination to move forward chilled the innovation 
from a disruptive entrant.  While it is impossible to know, I view WhatsApp’s announcement 
that it is providing end-to-end encryption as a positive, privacy enhancing innovation in its 
product.18 

This is a complex issue – and one that consumer protection and competition enforcers 
will no doubt continue to wrestle with in the digital economy.  The European Data Protection 
Supervisor has recently suggested that consumers do not appreciate the actual costs associated 
with “free” products – and that “it may therefore be necessary to develop a concept of consumer 
harm, particularly through violation of rights to data protection, for competition enforcement in 
digital sectors of the economy.”19  I’m open to the possibility that consumers may systematically 
underestimate the effects of privacy or data protection practices – or that they may simply make 
the rational decision that it isn’t worth the time to fully evaluate those costs.  The FTC has 
advocated for greater transparency and choice for consumers with respect to privacy and data 
protection policies, including recommending that Congress consider enacting general privacy 
legislation, data security and breach notification legislation, and data broker legislation.20 

At the same time, I believe that it is dangerous to engage in competition analysis based 
on what we think consumers should want or value, independent of market realities.  To do so is 
to cross the line from antitrust enforcement to market regulation.  However well intentioned, I do 
not believe that this is the appropriate role of antitrust law. 

If market participants are competing on the basis of privacy or data policies to attract 
consumers, that would certainly be an element of our competition analysis.  But if they aren’t, 
and if there isn’t evidence that those dimensions are particularly relevant to competition, then 
using competition law to address privacy or data issues is like trying to force a square peg into a 
round hole. To the extent that there is a problem, it should be solved through legislation, 
regulation, or consumer protection law enforcement – not using the antitrust laws to solve a 
policy issue they are ill-suited to address. 

18 See, e.g., Cade Metz, Forget Apple vs. the FBI: WhatsApp Just Switched on Encryption for a Billion People, 
WIRED.COM, Apr. 5, 2016, http://www.wired.com/2016/04/forget-apple-vs-fbi-whatsapp-just-switched-encryption­
billion-people/. 
19 Preliminary Opinion of the European Data Protection Supervisor, Privacy and Competitiveness in the Age of Big 
Data: The Interplay between Data Protection, Competition Law and Consumer Protection in the Digital Economy ¶ 
71 (Mar. 2014), 
https://secure.edps.europa.eu/EDPSWEB/webdav/shared/Documents/Consultation/Opinions/2014/14-03­
26_competitition_law_big_data_EN.pdf. 
20 See, e.g.,FED. TRADE COMM’N, PROTECTING CONSUMER PRIVACY IN AN ERA OF RAPID CHANGE: 
RECOMMENDATIONS FOR BUSINESSES AND POLICYMAKERS (2012), 
https://www.ftc.gov/sites/default/files/documents/reports/federal-trade-commission-report-protecting-consumer­
privacy-era-rapid-change-recommendations/120326privacyreport.pdf; FED. TRADE COMM’N, DATA BROKERS: A 
CALL FOR TRANSPARENCY AND ACCOUNTABILITY (2014), https://www.ftc.gov/system/files/documents/reports/data­
brokers-call-transparency-accountability-report-federal-trade-commission-may-2014/140527databrokerreport.pdf. 
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Rise of the Machines: The Frontiers of the Digital Economy 

I am going to conclude my remarks today by briefly noting a digital economy frontier for 
competition enforcers: the rise of the machines.  I’m looking forward to having my house robot 
manage the pantry and sending my self-driving car to pick up the kids as much as the next 
person. No doubt, the disruptive innovations enabled by artificial intelligence will be glorious.  
But the rise of high-velocity computerized markets also present some interesting challenges for 
competition enforcers.

  First, enforcers must be able to understand the tech and algorithms with which they are 
dealing. At the FTC, we have taken steps to expand our in-house expertise by adding the Office 
of Technology, Research and Investigations which includes technologists and computer 
scientists.21  This is just a first step, however, and I believe we will need to significantly expand 
the role technologists play in our high-tech cases in the future. 

There is also the possibility that the human role in anticompetitive conduct may become 
less clear - posing a challenge for competition enforcers.  For example, last year DOJ brought a 
case for price fixing against two e-commerce sellers who agreed to align their pricing algorithms 
to increase online prices for posters. 22  In that case the humans reached an agreement to use 
technology to fix prices. But as algorithms and the software running them become more 
sophisticated they may be more likely to engage in consciously parallel behavior.  Yet 
challenging that conduct absent anticompetitive intent by humans using the technology may be 
difficult.23 

An increase in the sophistication of pricing algorithms could also lead to narrower 
product market definitions in the future.  Under the 2010 Horizontal Merger Guidelines, we 
specifically evaluate the possibility of price discrimination against targeted customers.  Big data 
and algorithms enable sellers to more effectively target certain consumers.  Thus, even though a 
company may not have been able to effectively target certain consumers for higher prices in the 
past, there is no guarantee that it may not be able to do so in the future. 

21 See Jessica Rich, BCP’s Office of Technology Research and Investigation: The next generation in consumer 
protection, Fed. Trade Comm’n business blog, Mar. 23, 2015, https://www.ftc.gov/news-events/blogs/business­
blog/2015/03/bcps-office-technology-research-investigation-next. 
22 See Press Release, U.S. Dep’t of Justice, Former E-Commerce Executive Charged with Price Fixing in the 
Antitrust Division’s First Online Marketplace Prosecution (Apr. 6, 2015), http://www.justice.gov/opa/pr/former-e­
commerce-executive-charged-price-fixing-antitrust-divisions-first-online-marketplace. 
23 See Ariel Ezrachi & Maurice E. Stucke, Artificial Intelligence & Collusion: When Computers Inhibit Competition 
(U. Oxford Centre for Competition Law and Policy, Working Paper CCLP (L) 40, 2015), 
https://www.law.ox.ac.uk/sites/files/oxlaw/cclpl40.pdf. 
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Conclusion 

New innovations, business models, and technologies of the digital economy will present 
new challenges for competition enforcement.  We must be mindful of these challenges, yet we 
must also continue to be aggressive in our role in advancing our mission to protect consumers 
and to promote competition.  I look forward to the presentations of the panelists in the upcoming 
session and would be happy to take any questions following their remarks. 
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