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DATA PROLIFERATION

BALANCING OPPORTUNITY AND RISK

• LAST YEAR, ESTIMATED THAT 90 PERCENT OF THE WORLD’S DATA WAS GENERATED IN THE TWO PRECEDING YEARS

• TODAY, THE OUTPUT OF DATA IS DOUBLING EVERY TWO YEARS

• ABILITY TO COMBINE OFFLINE AND ONLINE DATA

• ADVANCES IN COMPUTATIONAL AND STATISTICAL METHODS MEAN THAT THIS MASS OF INFORMATION CAN BE EXAMINED TO IDENTIFY CORRELATIONS, MAKE PREDICTIONS, DRAW INFERENCES, GLEAN NEW INSIGHTS (ASSUMPTIONS ABOUT WHAT CONSUMERS WANT AND HOW THEY WILL BEHAVE)
DATA SECURITY ENFORCEMENT

IMPACT OF BIG DATA

- FTC has obtained more than 50 consent orders against companies charged with failing to take reasonable measures to protect consumer data:
  - Payment card data, Social Security numbers, account passwords, health data, information about children
  - Broad cross-section of industries and platforms
  - 30 deception cases; 20 unfairness cases

- Underlying theory: A company’s data security measures must be reasonable in light of:
  - Sensitivity and volume of consumer information it holds
  - Size and complexity of its data operations
  - Cost of available tools to improve security and reduce vulnerabilities

- Commission does not require perfect security and fact that a breach occurred does not mean that law was violated
DATA SECURITY
LEGISLATIVE RECOMMENDATION

FTC PROPOSAL TO CONGRESS

• Legislation that would strengthen existing data security standards

• Require companies to notify consumers in the event of a breach

• Give the FTC the power to seek fines in appropriate cases in which companies have failed to implement reasonable data security safeguards
• **Sharing of data with third parties contrary to claims made when the data was collected and contrary to consumers’ expectations about how the data would be used**

- **In Google**, FTC alleged company used data collected for one purpose (to register for, and use Gmail) for another purpose (to enroll consumers in its new Buzz social network), contrary to promises and choices provided to consumers.

- **In Facebook**, FTC alleged that the company claimed that consumers could designate their data as private but then repeatedly shared the data with third-party apps and advertisers.

- **In Goldenshores Technologies**, an app that allows consumers to use their mobile devices as flashlights, FTC alleged app promised it would collect data from users’ devices for certain internal housekeeping purposes, but failed to disclose that the app automatically transmitted the device’s location and device ID to third parties, including mobile ad networks.
PRIVACY ENFORCEMENT

Rent-to-Own Matters (2013-14)

- **Investigated software manufacturer Designerware, the company's principals, 7 RTO retail companies, and major RTO franchisor Aaron's, Inc., for allegedly spying on consumers using secretly installed program on rented computers:**
  - Could surreptitiously monitor consumers' computer activities through keylogging and screenshot captures
  - Could also activate webcam, for prolonged periods of time
  - Information captured was highly personal and involved information and activities that consumers would consider private
  - Information was allegedly gathered to use as a collections tactic
  - Final orders prohibited use of monitoring software and restricted geolocation tracking, which was a new feature of software that allowed stores to track consumers locations via Wi-Fi hotspots
FTC PRIVACY PRINCIPLES

2012

- Privacy by Design
- Simplified Choice
- Transparency
- Before data is collected or used in a way that is surprising—inconsistent with the context of the consumer’s interaction or relationship with a business—consumers should be given a say
- Defining appropriate uses of consumer data augments but does not replace limits on the collection or retention of data or whether consumers have a say in the process
• **BREADTH AND COMPLEXITY OF DATA BROKER INDUSTRY**
  
  - Collect and store billions of data points about U.S. consumers, which they use to compile extensive profiles
  - Blur line between online and offline behavior

• **CLASSIFY AND SEGMENT CONSUMERS BY RACE, ETHNICITY, INCOME, SOCIOECONOMIC STATUS, AGE, HEALTH CONDITIONS, RELIGIOUS AFFILIATION, POLITICAL LEANINGS**
  
  - “Financially challenged,” single parents with “some of the lowest incomes” “little accumulation of wealth”
  - “Urban scramblers” and “mobile mixers,” high concentration of Latinos and African-Americans with low incomes
  - “Rural everlasting,” single men and women over age 66 with “low educational attainment and low net worth”

• **NEGATIVE CONSEQUENCES**
  
  - Denied goods and services at prices offered to neighbors
  - Shunted to inferior customer service or subprime financial opportunities
  - Adverse insurance and hiring determinations
DATA BROKERS: FTC ENFORCEMENT

CORNERSTONE AND BAYVIEW SOLUTIONS (2014)

- Just last week, FTC announced two actions against data brokers: debt sellers who posted information about consumers’ alleged debts online, including:
  - Full bank account and credit card numbers
  - Drivers license numbers
  - Birth dates
  - Employers’ names
  - Amounts purportedly owed on payday loans, credit card debt, and other obligations

- Complaints alleged unfair practice in violation of section 5 of the FTC Act
  - Potential consumers injury includes identity theft, targeted for “phantom” debt collection, loss of jobs or job opportunities
  - Also invasion of privacy
DIFFERENT INTERNET EXPERIENCES FOR DIFFERENT GROUPS

WHO YOU ARE AFFECTS WHAT YOU SEE

• The internet is touted as “the great equalizer”: information about virtually anything is available to all, immediately

• But, at the same time, what you see may depend on who or where you are

• Consider some examples:
PRICE DISCRIMINATION IN ONLINE SHOPPING?

• **THE WALL STREET JOURNAL, October 23, 2014,** reported that computer scientists at Northeastern University tracked searches on 16 popular e-commerce sites and found that:
  
  • **Six of those sites used discriminatory pricing techniques**
  
  • **None of the sites disclosed pricing differences to consumers**
  
  • **Follows 2012 WSJ story about staples.com charging different prices for the same items, based on estimated location of consumer**
    
    • **Discounted price for consumers who lived closer to rival brick-and-mortar stores**
    
    • **These areas had average higher incomes than areas with higher stapler price**
QUICK PEEK AT TWO LOCAL NEWS WEBSITES WITH THE SAME OWNER AND USING THE SAME AD NETWORK

Research presented by Latanya Sweeney, Former Chief Technologist, FTC, and Jinyin Yang, FTC Summer Research Fellow, at FTC’s Fraud Affects Every Community Workshop, October 29, 2014
MIAMIHERALD.COM SAW MORE GENERIC SHOPPING ADS FROM MULTIPLE ADVERTISERS WHILE ELNUEVOHERALD.COM HAD MORE ADS ON PHONE SERVICE AND FAST FOOD

Ad type breakdown

<table>
<thead>
<tr>
<th>Category</th>
<th>Miamiherald.com</th>
<th>Elneuvoherald.com</th>
</tr>
</thead>
<tbody>
<tr>
<td>Shopping</td>
<td>25%</td>
<td></td>
</tr>
<tr>
<td>Charity</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Travel</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Health</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Business</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Car</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Food</td>
<td>25%</td>
<td>27%</td>
</tr>
<tr>
<td>Phone</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Financial</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Job</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Education</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Real estate</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Sports*</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Law**</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Other</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

n = 60 Miamiherald.com ads, 51 Elneuvoherald.com ads
- Immigration law ad
- **Soccer/ World Cup ads

Research presented by Latanya Sweeney, Former Chief Technologist, FTC, and Jinyin Yang, FTC Summer Research Fellow, at FTC’s Fraud Affects Every Community Workshop, October 29, 2014
ANECDOTAL EXPLORATION RAISES A QUESTION.
• **How are organizations using big data to categorize consumers?**

• **What benefits do consumers gain from these practices? Do these practices raise consumer protection concerns?**

• **What benefits do organizations gain from these practices? What are the social and economic impacts, both positive and negative, from the use of big data to categorize consumers?**

• **How do existing laws apply to such practices? Are there gaps in the legal framework?**

• **Are companies appropriately assessing the impact of big data practices on low income and underserved populations? Should additional measures be considered?**
BIG DATA LEGISLATIVE RECOMMENDATIONS

TRANSPARENCY AND CONTROL

• PERMIT CONSUMERS TO SEE INFORMATION ABOUT THEM AND OPPORTUNITY TO OPT OUT OF HAVING IT USED IN THE FUTURE

• BUSINESSES REQUIRED TO NOTIFY CONSUMERS THAT THE INFORMATION THEY ARE HANDING OVER WILL BE SHARED WITH DATA BROKERS, AND TO GIVE CONSUMERS A CHANCE TO SAY “NO”

• SENSITIVE INFORMATION SHARED ONLY WITH EXPRESS AFFIRMATIVE CONSENT

• OPPORTUNITY TO CORRECT WHEN CONSUMERS LIMITED IN ABILITY TO COMPLETE A TRANSACTION BECAUSE OF A DATA BROKER’S PRODUCT
FAIR CREDIT REPORTING ACT

• BUT WE ALREADY ENFORCE A LAW THAT PROVIDES THOSE KINDS OF PROTECTIONS IN CERTAIN CIRCUMSTANCES: THE FCRA!
• **GUIDING PRINCIPLES:**

  • **PRIVACY**
    • Limited access to consumer reports
    • Same limits on government access, with certain exceptions

  • **ACCURACY**
    • Responsibilities of consumer reporting agencies and information furnishers
    • Consumer dispute process

  • **FAIRNESS**
    • Notices
    • Obsolete information deleted
FCRA AND BACKGROUND SCREENING COMPANIES

• **FCRA applies to consumer reporting agencies (CRAs), including:**

  • **Companies that provide oral/written reports to employers about the prior work experience of applicants.**

  • **Companies that regularly research criminal records or social media history of job applicants and report them to clients.**

  • **Companies that assemble or evaluate information about consumers’ rental histories and provide this data to landlords so they may screen potential tenants.**
• **FCRA REQUIRES CRAS TO:**

  • **ENSURE MAXIMUM POSSIBLE ACCURACY OF INFORMATION THEY SELL**
  
  • **ENSURE THAT REPORTS ARE PROVIDED ONLY TO USERS WITH A PERMISSIBLE PURPOSE**
  
  • **INFORM USERS OF THEIR FCRA OBLIGATIONS:**
    
    • **NOTIFY CONSUMERS IF AN ADVERSE ACTION IS TAKEN AGAINST THEM BASED ON THE INFORMATION IN A CONSUMER REPORT**
    
    • **THE SOURCE OF THAT INFORMATION (THE CRA)**
    
    • **INFORM CONSUMERS THEY HAVE A RIGHT TO DISPUTE THE ACCURACY OF THE REPORT**
  
  • **HAVE PROCESS TO INVESTIGATE CONSUMER DISPUTES RE ACCURACY AND PROVIDE FREE COPIES OF REPORT UPON REQUEST**
FTC FCRA ENFORCEMENT ACTIONS

HIRERIGHT (2012)

• FIRST ACTION BY FTC ALLEGING FCRA VIOLATIONS BY BACKGROUND SCREENING COMPANY:
  • INFO COLLECTED INCLUDED PUBLIC RECORD INFO, INCLUDING CRIMINAL HISTORIES

• COMPLAINT ALLEGED THAT HIRERIGHT VIOLATED FCRA BY:
  • FAILING TO ENSURE REPORTS MAXIMUM POSSIBLE ACCURACY OF REPORTS:
    • EXPUNGEMENT OF CRIMINAL RECORDS
    • MULTIPLE ITEMS FOR SAME OFFENSE
    • FILE MIXING (EVEN WITH DIFFERENT NAMES AND DOB'S)
  • FAILING TO INVESTIGATE CONSUMER DISPUTES WITHIN 30 DAYS
  • NOT PROVIDING WRITTEN NOTICE TO CONSUMERS THAT PUBLIC RECORD INFORMATION WAS REPORTED TO EMPLOYERS OR MAINTAINING STRICT PROCEDURES TO ENSURE THAT SUCH INFORMATION WAS COMPLETE AND UP TO DATE (AT LEAST ONE IS REQUIRED WHEN USE PUBLIC RECORD INFO)

• CONSENT ORDER: $2.6 MILLION CIVIL PENALTY AND INJUNCTIVE RELIEF
FTC FCRA ENFORCEMENT ACTIONS

SPOKEO (2012)

• DATA BROKER (IF IT LOOKS LIKE A DUCK . . .)
  • COLLECTED DETAILED PERSONAL PROFILES OF CONSUMERS, INCLUDING INFORMATION GLEANED FROM SOCIAL NETWORKS
  • SOLD INFO THRU PAID SUBSCRIPTIONS AND MARKETED AS EMPLOYMENT SCREENING TOOL

• COMPLAINT ALLEGED THAT SPOKEO VIOLATED FCRA BY:
  • PROVIDING CONSUMER REPORTS TO PERSONS WHEN IT DID NOT HAVE REASON TO BELIEVE HAD A PERMISSIBLE PURPOSE
  • FAILING TO ENSURE MAXIMUM POSSIBLE ACCURACY OF REPORTS
  • FAILING TO PROVIDER USERS OF ITS REPORTS (EMPLOYERS) THAT THEY WERE OBLIGATED TO NOTIFY CONSUMERS IF THEY TOOK ADVERSE ACTION BASED ON CONSUMER REPORT

• CONSENT ORDER: $800,000 CIVIL PENALTY AND INJUNCTIVE RELIEF
FTC FCRA ENFORCEMENT ACTIONS

FIQUIQUARIAN (2013) AND WARNING LETTERS TO OTHER MOBILE APP DEVELOPERS (2012)

- Mobile app available in iTunes or Google store
  - 99¢ to download criminal record searches
  - Disclaimers in apps and on website that company wasn’t FCRA-compliant and products not intended for employment, insurance, and credit screening purposes
  - But if the shoe fits:
    - At the same time, company advertised that its reports could be used for job screening

Complaint alleged that Filiquarian violated FCRA by:

- Failing to ensure that users had a permissible purposes
- Failing to ensure maximum possible accuracy of information
- Failure to tell users and furnishers that they were obligated to notify consumers if they took adverse action based on consumer report

- Followed warning letters FTC sent in 2012 to other mobile app developers that FCRA applies if they have reason to believe that the background reports they compile are being used for employment or other FCRA purposes
• BACKGROUND SCREENING COMPANY

• Complaint alleged that INFOTrack violated FCRA by:
  • Failing to assure maximum possible accuracy of info obtained from sex-offender registry records
  • Failing to provide user and furnisher notices
  • Not providing written notice to consumers that public record information was reported to employers or maintaining strict procedures to ensure that such information was complete and up to date

• Consent order: $1 million civil penalty (suspended except for $60,000) and injunctive relief
FCRA AND TENANT SCREENING

First Advantage SafeRent (2010) and Warning Letters to Tenant Screening Companies (2013)

- Tenant screening company that compiled evictions, lease and payment histories, and criminal history records

- Complaint alleged First Advantage violated FCRA by:
  - Refusing to process faxed requests from consumers to investigate inaccuracies and/or receive a copy of their report

- Consent order: $100,000 civil penalty and injunctive relief

- In 2013, FTC sent warning letters to 6 data brokers that compile tenant-screening reports for use by landlords
FCRA GUIDANCE

\begin{itemize}
  \item **For Consumers:**
    \begin{itemize}
      \item **Background Checks:** Tips for Job Applicants and Employees (FTC/EEOC)
      \item Sample letter for disputing credit report errors
      \item These and others available at [HTTP://WWW.CONSUMER.FTC.GOV/TOPICS/CREDIT-AND-LOANS](http://www.consumer.ftc.gov/topics/credit-and-loans)
    \end{itemize}
  \item **For Industry:**
    \begin{itemize}
      \item **Background Checks:** What Employers Need to Know (FTC/EEOC)
      \item Using Consumer Reports: What Landlords Need to Know
      \item And many others available at [HTTP://BUSINESS.FTC.GOV/PRIVACY-AND-SECURITY/CREDIT-REPORTING](http://business.ftc.gov/privacy-and-security/credit-reporting)
    \end{itemize}
\end{itemize}