
   

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

   

 

     

  

  

 

 

 

 

  

   

  

    

 

 

 

  

 

 

 

    

  

    

 

 

 

    

 

    

  

August 20, 2018 

Mr. Donald S. Clark 

Secretary of the Commission 

Federal Trade Commission 

Office of the Secretary 

600 Pennsylvania Avenue, NW 

Washington, DC 20024 

Re: Competition and Consumer Protection in the 21st Century Hearings – Topic 5 

Project No.: P181201 

Docket ID: FTC-2018-0052 

Dear Mr. Clark, 

In response to the Federal Trade Commission’s request for comments on its proposed public 

hearings, the National Retail Federation (NRF) respectfully submits this comment for your 

consideration. This comment is one of two that NRF is submitting pursuant to the Commission’s 

request for a separate comment submission per proposed hearing topic. This comment relates to 

topic #5 on “the Commission’s remedial authority to deter unfair and deceptive conduct in privacy 

and data security matters.” 

NRF is the world’s largest retail trade association. Based in Washington, D.C., NRF represents 

discount and department stores, home goods and specialty stores, Main Street merchants, grocers, 

wholesalers, chain restaurants and internet retailers from the United States and more than 45 

countries. Retail is the nation’s largest private-sector employer, supporting one in four U.S. jobs — 

42 million working Americans. Contributing $2.6 trillion to annual GDP, retail is a daily barometer 

for the nation’s economy. 

Please find attached to this cover letter a white paper previously submitted to the Commission that 

raises concerns with proposals that the data security standards of the Gramm-Leach-Bliley Act 

(GLBA) be applied to all commercial businesses, including those the Commission determined to 

exclude from its enforcement authority under the Safeguards Rule because they did not engage in 

financial activities. 

Businesses subject to the Commission’s jurisdiction are remarkably diverse in their size and scope of 

operations, and they differ greatly with respect to their use of customer information and the 

sensitivity of the data they process. For these reasons, “one-size-fits-all data” security standards are 

unworkable, and the application of GLBA standards to all commercial businesses under the 

Commission’s jurisdiction is unwarranted, especially considering the Commission’s enforcement of a 

reasonable data security standard under Section 5 of the Federal Trade Commission Act. 



   

 

  

 

 

    

    

    

    

      

   

   

     

    

   

 

   

 

   

 

 

 

 

 

 

 

 

  

National Retail Federation 

August 20, 2018 

Page 2 

We appreciate the Commission’s recognition of the significant differences between financial 

institutions and retail businesses in the sensitivity of customer data they collect and use, and its past 

consideration of these issues as analyzed in the attached white paper.  We also appreciate the 

Commission’s understanding of the differences in the enforcement of data security standards by the 

respective federal agencies for financial institutions versus commercial businesses. We believe these 

differences support the position that federal legislation to set data security standards for all businesses 

and empower the Commission to enforce them should be reasonable and appropriate for the types of 

businesses to which the standards would apply. This approach would provide the vast array of 

businesses subject to FTC jurisdiction with the necessary flexibility in their implementation of 

reasonable data security standards, and it would permit the Commission to enforce such standards 

fairly and equitably to ensure compliance with them. 

We look forward to discussing these issues and the attached white paper with the Commission, and 

we would be interested in appearing as a witness at an upcoming hearing on this topic. 

Thank you for the opportunity to provide our views for your consideration. 

Sincerely, 

David French 

Senior Vice President 

Government Relations 

Attachment 



 
 

  

  

 

 

 

 

    

      

     

 

    

     

 

  

 

  

  

 

 

 

 

 

 

   

  

  

  

  

                                                           
        

  

 

  

    

 

The Effect of Applying Customer Information Safeguard Requirements for Banks 

to Nonfinancial Institutions
 

Joel Winston and Anne Fortney
 
March 2015 


We have been asked to analyze the effect of legislation requiring the Federal Trade Commission 

(“FTC”) to apply standards based upon the Interagency Guidelines for banks in Safeguarding 

Customer Information (“Interagency Guidelines” or “Guidelines”) to any entity that accepts 

bank-issued payment cards for goods and services and does not extend credit itself. 

Summary 

The Interagency Guidelines for Safeguarding Customer Information apply to depository 

institutions (“banks”) subject to supervisory examination and oversight by their respective 

regulatory agencies. The Guidelines contain detailed elements of an information safeguards 

program tailored specifically to banks. They are designed to be a point of reference in an 

interactive process between the banks and their examiners, with emphasis on compliance on an 

on-going basis. The FTC has issued a Safeguards Rule applicable to the nonbank “financial 

institutions” under its jurisdiction.  The Safeguards Rule provides for more flexibility and less 

specificity in its provisions than do the Guidelines.  The more general requirements of the FTC’s 

Rule are designed to be adaptable to ever-changing security threats and to technologies designed 

to meet those threats.  

The differences in the approaches to data security regulation between the Guidelines and the 

FTC Safeguards Rule reflect two fundamental differences between the bank regulatory agencies 

(the “Agencies”) and the FTC: the substantial differences in the types and sizes of entities within 

the jurisdiction of the Agencies versus the FTC, and the equally substantial differences in the 

roles played by the Agencies and the FTC in governing the behavior of those entities.  With 

respect to the former, while the banks covered by the Guidelines are relatively homogeneous, 

extending the Guidelines to all entities that accept payment cards would sweep in a vast array of 

businesses ranging from large multinational conglomerates to small operations, and could also 

include individuals.
1 

The threats faced by these widely diverse businesses are likely to vary 

widely as well, as would the sophistication and capabilities of the entities themselves for 

addressing the threats.  A flexible approach as in the Safeguards Rule is necessary to account for 

those critical differences.  Many of the Guidelines’ provisions, which were drafted with banks in 

mind, likely would be unsuitable for a significant proportion of the entities that would be subject 

to these new requirements. 

1 
Because of the near-universal acceptance of bank-issued cards as payment for goods and services, 

companies that would be subject to the Guidelines’ standards would include merchants, hotels, bars and 

restaurants, theaters, auto dealers, gas stations, grocery and convenience stores, fast-food eateries, airlines 

and others in the travel industry, hospitals and doctors, dentists, veterinarians, hair salons, gyms, dry 

cleaners, plumbers and taxi drivers. In other words, virtually all providers of consumer goods and services 

would be covered. 
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For similar reasons, the different approaches the Agencies and the FTC take in regulating their 

entities make it problematic to apply the Guidelines to the nonbank entities overseen by the FTC. 

The more specific Guidelines make sense when, as is the case with the banks, there is an 

ongoing, interactive dialogue between the regulated entities and the regulator through the 

supervision process. The regulated entities and regulators can address changes in threats and 

technologies during the less formal examination process and head-off potential problems before 

they happen. By contrast, the Safeguards Rule’s flexible requirements are better suited to a law 

enforcement agency like the FTC that obtains compliance not by an interactive dialogue, but by 

prosecuting violations after-the-fact.  Indeed, an entity within the FTC’s jurisdiction may have 

no indication of deficiencies in its compliance until it is under investigation. With the untold 

numbers of entities potentially subject to its jurisdiction, the FTC simply lacks the capability or 

resources to engage in dialogue or provide the individualized, ongoing guidance like the 

Agencies do with their banks. 

While the Guidelines would be made applicable to any entity that accepts bank-issued payment 

cards,
2 

the Guidelines’ specific requirements are suitable only for the bank card-issuers that 

dictate the card processing equipment and procedures for businesses that accept their cards, as 

well as the security features inherent in the cards. If the Guidelines were made applicable to 

businesses that merely accept banks’ cards, they would impose security obligations on those with 

the least ability to implement the requirements applicable to payment card security. 

Finally, nonbank businesses are subject to the FTC’s general authority under the FTC Act to 

prohibit unfair or deceptive practices, and the FTC has prosecuted many companies under this 

authority for failing to protect consumer’s nonpublic information. Subjecting nonbank 

businesses to the Guidelines’ specific requirements would not enhance the FTC’s ability to use 

its existing authority to protect consumers through enforcement actions. When it issued 

consumer information privacy and safeguards rules under the Gramm-Leach-Bliley Act, the FTC 

considered applying the rules to retailers that accept bank credit or debit cards and declined to do 

so. We believe that determination remains equally justified today. 

Our Qualifications 

Joel Winston served for 35 years in the FTC’s Bureau of Consumer Protection.  For nine years, 

he headed the FTC’s offices responsible for consumer information privacy and security, serving 

as Associate Director for Financial Practices (2000-2005) and for Privacy and Identity Protection 

(2005-2009).  His responsibilities included the development of the FTC Safeguards Rule in 

2000-2001, and he directed the FTC’s enforcement of that Rule and other consumer  protection 

laws. 

2 
Bank-issued payment cards include credit cards, debit cards and prepaid cards. 
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3 

Anne Fortney has 39 years’ experience in the consumer financial services field, including 

directing FTC enforcement and rulemaking under the federal consumer financial protection laws 

as the Associate Director for Credit Practices of the Bureau of Consumer Protection. 

We both regularly counsel consumer financial services clients on their compliance obligations.  

We also assist clients in Consumer Financial Protection Bureau (“CFPB”) examinations and in 

the defense of FTC and CFPB investigations and enforcement actions. In addition, we have each 

testified multiple times as invited witnesses before U.S. Congressional Committees and 

Subcommittees on various consumer financial protection laws.  We each serve from time to time 

as subject matter experts in litigation in the federal courts involving consumer financial services. 

Background 

Federal Requirements for Safeguarding Customer Information 

Section 501(b) of the Gramm-Leach Bliley Act (“GLBA” or the “Act”)
3 

required each of the 

federal bank regulatory agencies (the “Agencies”)
4 

and the FTC to establish standards for the 

financial institutions subject to their respective jurisdictions with respect to safeguarding 

consumers’ nonpublic, personal financial information.  The Act required that the safeguards 

ensure the security and confidentiality of customer records and information; protect against any 

anticipated threats or hazards to the security or integrity of such records; and protect against 

unauthorized access to or use of such records or information which could result in substantial 

harm or inconvenience to any customer.
5 

Interagency Guidelines 

Because they exercise supervisory responsibilities over banks through periodic examinations, the 

Agencies issued their GLBA customer information safeguard standards in the form of Guideline 

document (“Interagency Guidelines” or “Guidelines”). 
6 

The Guidelines instruct banks on specific factors that serve as the basis for the Agencies’ review 

during supervisory examinations. They are predicated on banks’ direct control over the security 

of their customers’ nonpublic personal financial information. 

3 
Gramm-Leach-Bliley Financial Modernization Act, Pub. L. 106–102, § 501(b) (1999), codified at 15 U.S.C.A. § 

6801(b). 
4 

These were the Office of the Comptroller of the Currency (“OCC”), the Board of Governors of the Federal Reserve 

System (“FRB”), the Federal Deposit Insurance Corporation (“FDIC”), and the Office of Thrift Supervision 

(“OTS”). In October 2011, as a result of the Dodd-Frank Wall Street Reform and Consumer Protection Act, the 

OTS was terminated and its functions merged into the OCC, FRB, and FDIC. 
5 

15 U.S.C.A. § 6801(b). 
6 

Interagency Guidelines Establishing Information Security Standards, 66 Fed. Reg. 8616-01 (Feb. 1, 2001) and 69 

Fed. Reg. 77610-01 (Dec. 28, 2004) promulgating and amending 12 C.F.R. Part 30, app. B (OCC); 

12 C.F.R. Part 208, app. D-2 and Part 225, app. F (FRB); 12 C.F.R. Part 364, app. B (FDIC); and 12 C.F.R. Part 

570, app. B (OTS). The Agencies later issued an interpretive Interagency Guidelines on Response Programs for 

Unauthorized Access to Customer Information and Customer Notice, 70 Fed. Reg. 15736-01 (Mar. 29, 2005). This 

paper includes this interpretive Interagency Guidelines in the summary of the Interagency Guidelines. 
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They instruct each bank to implement a comprehensive written information security program, 

appropriate to its size and complexity, that: (1) insures the security and confidentiality of 

consumer information; (2) protects against any anticipated threats or hazards to the security or 

integrity of such information; and (3) protects against unauthorized access to or use of such 

information that could result in substantial harm or inconvenience to any customer. 

The Guidelines provide specific instructions for banks in the development and implementation of 

an information security program.  A bank must: 

	 Involve the Board of Directors, which must approve the information security program and 

oversee the development, implementation and maintenance of the program; 

	 Assess risk, including reasonably foreseeable internal and external threats, the likelihood and 

potential damage of these threats, and the sufficiency of the bank’s policies and procedures in 

place to control risk; 

	 Design the program to control identified risks.  Each bank must consider whether the 

following security measures are appropriate for the bank, and, if so, adopt the measures it 

concludes are appropriate: 

 Access controls on customer information systems; 

 Access restrictions at physical locations containing customer information; 

 Encryption of electronic customer information; 

 Procedures designed to ensure that customer information system modifications are 

consistent with the bank’s information security program; 

 Dual control procedures, 

 Segregation of duties, and employee background checks for employees responsible 

for customer information; 

 Response programs that specify actions to be taken when the bank suspects or detects 

unauthorized access to customer information systems, including appropriate reports to 

regulatory and law enforcement agencies; and 

 Measures to protect against destruction, loss, or damage of customer information due 

to potential environmental hazards; 

 Train staff to implement the information security program; 

 Regularly test key controls, systems, and procedures of the information security program; 

 Develop, implement, and maintain appropriate measures to properly dispose of customer 

information and consumer information; 

 Adequately oversee service provider arrangements, including by contractually requiring 

service providers to implement appropriate procedures and monitoring service providers; 

	 Adjust the program in light of relevant changes in technology, sensitivity of consumer 

information, internal and external threats, the bank’s own changing business arrangements, 

and changes to customer information systems; 

	 Report to the Board of Directors at least annually; and 

HC# 4847-6208-5922 



 

 

  

  

  

 

 

 

   

 

  

 

 

  

 

   

 

 

  

   

 

  

  

  

 

 

 

  

   

                                                           
             

             

              

                

                 

                       

              
             

                   

                  

    

                  

         

           

           

           

5 

	 Provide for responses to data breaches involving sensitive customer information,
7 

which 

should include – 

 Developing a response program as a key part of its information security program, 

which includes, at a minimum, procedures for assessing the nature and scope of an 

incident; 

 Notifying the bank’s primary federal regulator as soon as the bank becomes aware of 

the breach; 

 Notifying appropriate law enforcement authorities; 

 Containing and controlling the incident to prevent further unauthorized access to or 

use of consumer information; and 

 Notifying consumers of a breach when the bank becomes aware of an incident of 

unauthorized access to sensitive customer information. The notice must include 

certain content and must be given in a clear and conspicuous manner and delivered in 

any manner designed to ensure the customer can reasonably be expected to receive it. 

FTC Safeguards Rule
8 

The FTC protects consumers against “unfair and deceptive acts and practices in or affecting 

commerce.”
9 
Its jurisdiction includes “all persons, partnerships, or corporations,” except banks, 

savings and loan institutions, federal credit unions and certain nonfinancial entities regulated by 

other federal agencies.
10 

The FTC issues substantive rules, such as the Safeguards Rule, when 

required by Congress to do so,
11 

but it is not authorized to conduct supervisory examinations of 

entities under its broad jurisdiction.  Rather, the FTC is primarily a law enforcement agency. 

Because the FTC lacks supervisory examination authority, it issued a Safeguards Rule, rather 

than Guidelines, to establish customer information safeguards for “financial institutions” under 

its jurisdiction. The GLBA’s broad definition of “financial institution” includes a myriad of 

nonbank companies that operate in the consumer financial services industry.
12 

The definition 

includes finance companies, auto dealers, debt collectors and consumer reporting agencies, 

7 
Sensitive customer information includes: a customer's name, address, or telephone number, in conjunction with the 

customer's social security number, driver's license number, account number, credit or debit card number, or a 

personal identification number or password that would permit access to the customer's account, and any combination 

of components of customer information that would allow someone to log onto or access the customer’s account (i.e., 

user name and password, or password and account number). 12 C.F.R. Part 30, app. B, supp. A, § III.A.1; 

12 C.F.R. Part 208, app. D-2, supp. A, § III.A.1, and Part 225, app. F, supp. A, § III.A.1; 12 C.F.R. Part 364, app. B,
 
supp. A, § III.A.1; and 12 C.F.R. Part 570, app. B, supp. A, § III.A.1.
 
8 

FTC Safeguards Rule, 16 CFR Part 314. The FTC issued the final rule in 2001.
 
9 

15 U.S.C.A. § 45(a)(1). The FTC Act also prohibits unfair methods of competition in or affecting commerce.
 
10 

15 U.S.C.A. § 45(a)(2). For example, the FTC Act exempts not-for-profit entities and common carriers subject to
 
the Communications Act of 1934.
 
9 

The FTC has more general rulemaking authority under Section 18 of the FTC Act, 15 U.S.C.A. § 57a, but has
 
promulgated very few rules under that section in recent years.
 
12 

See 15 U.S.C.A. § 6809(3) (defining “financial institution” to include any institution engaging in “financial 

activities”); 12 U.S.C.A. § 1843(k) (defining “financial activities” broadly to include activities that are “financial in
	
nature or incidental to such financial activity” or “complementary to a financial activity”).
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6 

among many others.  The FTC determined that the final Rule would not apply to retailers that 

merely accept payment cards, but rather, only to those that extend credit themselves, and only 

then to the extent of their credit granting activities.
13 

In recognition of the great variety of businesses covered by the Safeguards Rule, the FTC 

developed a rule that provided for flexible safeguard procedures that could be adapted to the 

myriad ways in which covered entities are structured and operate. The FTC Rule requires a 

financial institution to develop, implement, and maintain a comprehensive written information 

security program that contains safeguards that are appropriate to the entity’s size and complexity, 

the nature and scope of its activities, the types of risks it faces, and the sensitivity of the customer 

information it collects and maintains.  The information security program must: (1) ensure the 

security and confidentiality of consumer information; (2) protect against any anticipated threats 

or hazards to the security or integrity of such information; and (3) protect against unauthorized 

access to or use of such information that could result in substantial harm or inconvenience to any 

customer. 

In its development, implementation, and maintenance of the information security program, the 

financial institution must: 

 Designate an employee or employees to coordinate the program; 

 Identify reasonably foreseeable internal and external risks to data security and assess the 

sufficiency of safeguards in place to control those risks in each relevant area of the financial 

institution’s operations (i.e., employee training, information systems, prevention/response 

measures for attacks); 

 For all relevant areas of the institution’s operations, design and implement information 
safeguards to control the risks identified in the risk assessment, and regularly test and 

monitor the effectiveness of key controls, systems, and procedures; 

 Oversee service providers, including by requiring service providers to implement and 

maintain safeguards for customer information; and 

 Evaluate and adjust the program in light of material changes to the institution’s business that 

may affect its safeguards. 

13 
See 16 C.F.R. §§ 314.2(a) (adopting the Privacy Rule’s definition of “financial institution”). That definition 

includes examples of “financial institutions,” among them: retailers that extend credit by issuing their own credit 

cards directly to consumers; businesses that print and sell checks for consumers; businesses that regularly wire 

money to and from consumers; check cashing businesses; accountants; real estate settlement service providers; 

mortgage brokers; and investment advisors 16 C.F.R. § 313.3(k)(2). The FTC also opined that debt collectors are 

“financial institutions.” 65 Fed Reg. 33646; 33655 (May 24, 2000). Further, the Privacy Rule also gives examples of 

entities that are not “financial institutions”: retailers that only extend credit via occasional “lay away” and deferred 

payment plans or accept payment by means of credit cards issued by others; retailers that accept payment in the form 

of cash, checks, or credit cards that the retailer did not issue; merchants that allow customers to “run a tab”; and 

grocery stores that allow customers to cash a check or write a check for a higher amount than the grocery purchase 

and obtain cash in return. Id. at (k)(3). 
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When it promulgated this rule, the FTC considered requiring more specific and detailed data 

security requirements, but determined that doing so would have imposed significant regulatory 

burdens in light of the broad range of entities potentially subject to the Safeguards Rule. 

Comparison of the Interagency Guidelines and the FTC Rule 

Both the Interagency Guidelines and the FTC Rule apply only to “financial institutions” with 

respect to the “nonpublic personal” financial information they collect and maintain.  Unlike the 

Guidelines, however, the FTC Rule applies to many types of entities whose principal business 

may not involve the provision of financial services to consumers. 

While the Guidelines and the FTC Rule share some common elements, they differ in critical 

respects.  In particular, the Interagency Guidelines, which are tailored to closely supervised and 

regulated banks, are much more detailed in their requirements.  These requirements are designed 

to be the point of reference in an interactive process between the banks and their examiners.  As 

their name implies, the Guidelines are intended to guide banks’ compliance on a going forward 

basis.  

In contrast, the FTC Rule is significantly less specific in its data security requirements than the 

Guidelines, because the Rule applies to a much broader and more diverse group of entities with 

wider variations in the data they collect and maintain, the risks they face, and the tools they have 

available to address those risks.  The more general requirements of the FTC Rule also are 

designed to be adaptable to the near-constant changes in threats, security technologies, and other 

evolutionary developments in this extremely dynamic area.  Whereas the Agencies can address 

new developments through the interactive examination process, the FTC only has the blunt 

instrument of law enforcement.  And, whereas the Agencies actively supervise and monitor the 

activities of the entities they oversee, the FTC can only investigate and, if appropriate, take 

enforcement action against a fraction of the entities over which it has jurisdiction.  The FTC’s 

primary focus is on prosecuting past or existing deficiencies, and a company may receive no 

advance warning of a possible violation of the Safeguards Rule until it is confronted with an 

adversarial investigation.  The Agencies’ goal, on the other hand, is to prevent future deficiencies 

by working with the bank on an ongoing basis. 

Effect of an FTC Standard That Would Apply Interagency Guidelines to Nonbanks That 

Do Not Extend Credit and Only Accept Credit Cards 

For several reasons, safeguards requirements designed for closely supervised banks that issue 

credit and debit cards are a poor fit for the vast array of entities that accept credit cards and debit 

cards as payment for their goods and services.  First, as explained above, the Guidelines are 

premised on an ongoing and interactive process between regulator and regulated entity, whereby 

examiners can instruct a bank on an apparent failure to meet a specific requirement.  This 

process enables the institution to explain why a particular element of the Guidelines may be 

inapplicable or to correct any real deficiencies without legal sanctions. 

HC# 4847-6208-5922 
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No such process is possible for entities subject to FTC oversight. The FTC obtains compliance 

by initiating law enforcement investigations, using compulsory process, when it suspects a 

potential law violation based on facts that have come to its attention.  This “after the fact” review 

focuses, through an adversarial process, on the legal requirements or prohibitions that may have 

been violated.  If violations are found, the FTC seeks a formal order prohibiting the illegal 

conduct and, in appropriate cases, imposing fines or redress to injured consumers.  The FTC 

lacks supervisory examination authority and lacks the resources to provide the specific guidance 

and ongoing oversight that would be necessary to effectuate Guidelines-type rules covering the 

huge diversity of nonbank entities. The result would be comparable to the widespread confusion 

and noncompliance that resulted from the FTC’s attempt to so broadly define  “creditors” subject 

to its Red Flags Rule
14 

that the Rule would apply to types of businesses (such as plumbers, dry 

cleaners, hospitals, and restaurants) for which the Rule requirements made little sense. Congress 

had to correct that result with legislation that “reined in” the FTC by limiting the rule to the kinds 

of “creditors” that need written procedures to detect and prevent identity theft, rather than 

virtually every consumer-facing business.
15 

Second, many of the specific requirements of the Guidelines simply are not relevant to, or would 

impose unreasonable obligations on, nonbanks.  For example, with respect to credit and debit 

cards, the Guidelines’ obligations are premised on the specific circumstances and capabilities of 

card issuers, which differ substantially from those of entities that accept cards as payment.  It is 

the card issuers, and not the card-accepting merchants, be they hotels or veterinarians, that 

dictate the card processing capabilities of the equipment and procedures that merchants must use, 

as well as the security features inherent in the cards. Although chip and PIN technology could 

reduce card fraud, and many retailers have demonstrated a willingness to install terminals to 

accept cards with that technology, only card-issuing financial institutions can decide whether to 

issue fraud-resistant chip and PIN cards. Were the FTC required to enforce safeguard standards 

for credit and debit card data based on the Guidelines’ model, it would be imposing obligations 

on the entities with the least ability to ensure that they were carried out.  

Finally, it is important to note that nonbanks, although not covered by the Safeguards Rule, are 

subject to the FTC’s general authority under Section 5 of the FTC Act to prohibit unfair or 

deceptive practices.  The FTC has used this authority to prosecute dozens of nonbanks for 

engaging in the same practices proscribed by the Safeguards Rule, i.e., failing to take reasonable 

measures to protect consumers’ personally identifiable information.
16 

Thus, it is unclear what 

14 
See 16 C.F.R. Parts 681.1(b)(4), (5) (2009) (effective until February 11, 2013) (referring to 15 U.S.C.A. § 

1691a(r)(5) (the Equal Credit Opportunity Act), which defines “creditor” as, among other things, “any person who 

regularly extends, renews, or continues credit,” and defines “credit” as “the right granted by a creditor to a debtor 

to… purchase property or services and defer payment therefor”) (emphasis added). 
15 

Red Flag Program Clarification Act of 2010, Pub. L. 111-319, § 2 (2010). 
16 

See, e.g., FTC v. Wyndham Worldwide Corp., et al., No. CV 12-1365-PHXPGR, in the U.S. District Court for the 

District of Arizona (2012); In the Matter of Fandango, LLC, Matter Number 132 3089 (2014); In the Matter of Cbr 

Systems, Inc., Matter Number: 112 3120 (2013); In the Matter of Dave & Buster’s, Inc., Matter Number 082 3153 
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additional benefit to the public would gain by subjecting nonbanks to specific requirements of 

the Guidelines.  

As noted earlier, when issuing the GLBA rules, including the Safeguards Rule, the FTC 

specifically considered whether the rules should apply to retailers that accept bank-issued credit 

cards but do not extend credit themselves.  The FTC correctly concluded that to do so would 

constitute a significant expansion of the FTC’s authority to encompass the regulation of any 

transaction involving acceptance of a payment, whether cash, cards, checks or otherwise. 

(2010); In the Matter of CVS Caremark Corp., Matter Number: 072-3119 (2009); In the Matter of Gencia Corp. and 

Compgeeks.com d/b/a computer Geeks Discount Outlet and Geeks.com, Matter Number: 082 3113 (2009); In the 

Matter of TJX Companies, Matter Number: 072-3055 (2008); In the Matter of Life is good, Inc. and Life is good 

Retail, Inc., Matter Number: 0723046 (2008); U.S. v. ValueClick, Inc., et al., No. CV 08-01711, in the U.S. District 

Court for the Central District of California (2008); In the Matter of Guidelines Software, Inc., Matter Number: 062 

3057 (2007); In the Matter of CardSystems Solutions, Inc., Matter Number: 052 3148 (2006); In the Matter of DSW 

Inc., Matter Number: 052 3096 (2006); In the Matter of BJ’s Wholesale Club, Inc., Matter Number: 042 3160 
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