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EXECUTIVE SUMMARY

The online consumer marketplace is growing at an exponential rate. At the same time, technology has enhanced the capacity of online companies to collect, store, transfer, and analyze vast amounts of data from and about the consumers who visit their Web sites. This increase in the collection and use of data has raised public awareness and consumer concerns about online privacy. To ensure consumer confidence in this new marketplace and its continued growth, consumer concerns about privacy must be addressed.

The Federal Trade Commission has been studying online privacy issues since 1995. This is the Commission’s third report to Congress examining the state of online privacy and the efficacy of industry self-regulation. It presents the results of the Commission’s 2000 Online Privacy Survey (the “Survey”), which reviewed the nature and substance of U.S. commercial Web sites’ privacy disclosures, and assesses the effectiveness of self-regulation. The Report also considers the recommendations of the Commission-appointed Advisory Committee on Online Access and Security. Finally, the Report sets forth the Commission’s conclusion that legislation is necessary to ensure further implementation of fair information practices online and recommends the framework for such legislation.

In its 1998 report, Privacy Online: A Report to Congress (“1998 Report”), the Commission described the widely-accepted fair information practice principles of Notice, Choice, Access, and Security. The Commission also identified Enforcement – the use of a reliable mechanism to provide sanctions for noncompliance – as a critical component of any governmental or self-regulatory program to protect privacy online. In addition, the 1998 Report presented the results of the Commission’s first online privacy survey of commercial Web sites. While almost all Web sites (92% of the comprehensive random sample) were collecting great amounts of personal information from consumers, few (14%) disclosed anything at all about their information practices.

Last year, Georgetown University Professor Mary Culnan conducted a survey of a random sample drawn from the most-heavily trafficked sites on the World Wide Web and a survey of the busiest 100 sites. The former, known as the Georgetown Internet Privacy Policy Survey, found significant improvement in the frequency of privacy disclosures, but also that only 10% of the sites posted disclosures that even touched on all four fair information practice principles. Based in part on these results, a majority of the Commission recommended in its 1999 report to Congress, Self-Regulation and Privacy Online, that self-regulation be given more time, but called for further industry efforts to implement the fair information practice principles.
In February and March 2000, the Commission conducted another survey of commercial sites’ information practices, using a list of the busiest U.S. commercial sites on the World Wide Web. Two groups of sites were studied: (1) a random sample of 335 Web sites (the “Random Sample”) and (2) 91 of the 100 busiest sites (the “Most Popular Group”). As was true in 1998, the 2000 Survey results show that Web sites collect a vast amount of personal information from and about consumers. Almost all sites (97% in the Random Sample, and 99% in the Most Popular Group) collect an email address or some other type of personal identifying information.

The 2000 Survey results show that there has been continued improvement in the percent of Web sites that post at least one privacy disclosure (88% in the Random Sample and 100% in the Most Popular Group). The Commission’s 2000 Survey went beyond the mere counting of disclosures, however, and analyzed the nature and substance of these privacy disclosures in light of the fair information practice principles of Notice, Choice, Access, and Security. It found that only 20% of Web sites in the Random Sample that collect personal identifying information implement, at least in part, all four fair information practice principles (42% in the Most Popular Group). While these numbers are higher than similar figures obtained in Professor Culnan’s studies, the percentage of Web sites that state they are providing protection in the core areas remains low. Further, recognizing the complexity of implementing Access and Security as discussed in the Advisory Committee report, the Commission also examined the data to determine whether Web sites are implementing Notice and Choice only. The data showed that only 41% of sites in the Random Sample and 60% of sites in the Most Popular Group meet the basic Notice and Choice standards.

The 2000 Survey also examined the extent to which industry’s primary self-regulatory enforcement initiatives – online privacy seal programs – have been adopted. These programs, which require companies to implement certain fair information practices and monitor their compliance, promise an efficient way to implement privacy protection. However, the 2000 Survey revealed that although the number of sites enrolled in these programs has increased over the past year, the seal programs have yet to establish a significant presence on the Web. The Survey found that less than one-tenth, or approximately 8%, of sites in the Random Sample, and 45% of sites in the Most Popular Group, display a privacy seal.

Based on the past years of work addressing Internet privacy issues, including examination of prior surveys and workshops with consumers and industry, it is evident that online privacy continues to present an enormous public policy challenge. The Commission applauds the significant efforts of the private sector and commends industry leaders in developing self-regulatory initiatives. The 2000 Survey, however, demonstrates that industry efforts alone have not been sufficient. Because self-regulatory initiatives to date fall far short of broad-based implementation of effective self-regulatory programs, the Commission has concluded that such efforts alone cannot ensure that the online marketplace as a whole will emulate the standards
adopted by industry leaders. While there will continue to be a major role for industry self-regulation in the future, the Commission recommends that Congress enact legislation that, in conjunction with continuing self-regulatory programs, will ensure adequate protection of consumer privacy online.

The legislation recommended by the Commission would set forth a basic level of privacy protection for consumer-oriented commercial Web sites. It would establish basic standards of practice for the collection of information online, and provide an implementing agency with the authority to promulgate more detailed standards pursuant to the Administrative Procedure Act.

Consumer-oriented commercial Web sites that collect personal identifying information from or about consumers online would be required to comply with the four widely-accepted fair information practices:

(1) **Notice** – Web sites would be required to provide consumers clear and conspicuous notice of their information practices, including what information they collect, how they collect it (e.g., directly or through non-obvious means such as cookies), how they use it, how they provide Choice, Access, and Security to consumers, whether they disclose the information collected to other entities, and whether other entities are collecting information through the site.

(2) **Choice** – Web sites would be required to offer consumers choices as to how their personal identifying information is used beyond the use for which the information was provided (e.g., to consummate a transaction). Such choice would encompass both internal secondary uses (such as marketing back to consumers) and external secondary uses (such as disclosing data to other entities).

(3) **Access** – Web sites would be required to offer consumers reasonable access to the information a Web site has collected about them, including a reasonable opportunity to review information and to correct inaccuracies or delete information.

(4) **Security** – Web sites would be required to take reasonable steps to protect the security of the information they collect from consumers.

The Commission recognizes that the implementation of these practices may vary with the nature of the information collected and the uses to which it is put, as well as with technological developments. For this reason, the Commission recommends that any legislation be phrased in general terms and be technologically neutral. Thus, the definitions of fair information practices set forth in the statute should be broad enough to provide flexibility to the implementing agency in promulgating its rules or regulations.
As noted above, industry self-regulatory programs would continue to play an essential role under such a statutory structure, as they have in other contexts. The Commission hopes and expects that industry and consumers would participate actively in developing regulations under the new legislation and that industry would continue its self-regulatory initiatives. The Commission also recognizes that effective and widely-adopted seal programs could be an important component of that effort.

For all of these reasons, the Commission believes that its proposed legislation, in conjunction with self-regulation, will ensure important protections for consumer privacy at a critical time in the development of the online marketplace. Without such protections, electronic commerce will not reach its full potential and consumers will not gain the confidence they need in order to participate fully in the electronic marketplace.

1. The legislation would cover such sites to the extent not already covered by the Children’s Online Privacy Protection Act, 15 U.S.C. §§ 6501 et seq.
2. 5 U.S.C. § 553.
3. The Commission will soon be addressing the issue of third-party online collection of personal information for profiling purposes in a separate report to Congress.
I. INTRODUCTION AND BACKGROUND

Over the past five years, the Internet has changed dramatically from a large network of computers that touched the lives of few consumers to a new marketplace where millions of consumers shop for information, purchase goods and services, and participate in discussions. The technological developments that have made e-commerce possible also have enhanced the ability of companies to collect, store, transfer, and analyze vast amounts of data from and about the consumers who visit their sites on the World Wide Web. This increase in the collection and use of data, along with the myriad subsequent uses of this information that interactive technology makes possible, has raised public awareness and increased concern about online consumer privacy.

In June 1998 and again in July 1999, the Commission reported to Congress on the state of online privacy and the efficacy of industry self-regulation. This report is the Commission’s third examination of these issues. It presents the results of the Commission’s 2000 Online Privacy Survey (the “Survey”), which reviewed the nature and substance of U.S. commercial Web sites’ privacy disclosures, and assesses the effectiveness of self-regulation as a means of protecting consumer privacy online. The Report also considers the recommendations of the Commission-appointed Advisory Committee on Online Access and Security. Finally, the Report sets forth the Commission’s recommendations to ensure further implementation of fair information practices online.1

A. THE GROWTH OF INTERNET COMMERCE

Since its inception in the mid-1990’s, the online marketplace has grown at an exponential rate. Recent figures suggest that as many as 90 million Americans now use the Internet on a regular basis.2 Of these, 69%, or over 60 million people, shopped online in the third quarter of 1999.3 As many as 54% of Internet users have purchased products or services online.4 The Census Bureau estimates that retail e-commerce reached $5.3 billion for the fourth quarter of 1999,5 and other estimates place total online retail sales for all of 1999 in the $20-$33 billion
range. Recent data suggest that consumers spent as much as $2.8 billion online during the month of January 2000 alone.

In light of such growth in consumer interest and use, it is not surprising that online advertising revenue is also growing at high rates. Internet advertising expenditures climbed to $4.6 billion in 1999, representing a 141% increase over the $1.9 billion reported for 1998 and a greater than ten-fold increase from 1996, when $267 million was spent on Internet advertising.

**B. Consumer Concerns About Online Privacy**

With this remarkable growth in e-commerce has come increased consumer awareness that online businesses are collecting and using personal data, and increased consumer concern about the privacy of this data. Recent survey data demonstrate that 92% of consumers are concerned (67% are “very concerned”) about the misuse of their personal information online. Concerns about privacy online reach even those not troubled by threats to privacy in the off-line world. Thus, 76% of consumers who are not generally concerned about the misuse of their personal information fear privacy intrusions on the Internet. This apprehension likely translates into lost online sales due to lack of confidence in how personal data will be handled. Indeed, surveys show that those consumers most concerned about threats to their privacy online are the least likely to engage in online commerce, and many consumers who have never made an online purchase identify privacy concerns as a key reason for their inaction. One study estimates that privacy concerns may have resulted in as much as $2.8 billion in lost online retail sales in 1999, while another suggests potential losses of up to $18 billion by 2002 (compared to a projected total of $40 billion in online sales), if nothing is done to allay consumer concerns. The level of consumer unease is reflected in the results of a recent study in which 92% of respondents from online households stated that they do not trust online companies to keep their personal information confidential, and 82% agreed that government should regulate how online companies use personal information.
Public concern regarding privacy online appears likely to continue. A bipartisan caucus has been formed in the Congress and bills addressing online privacy are pending both there and in a number of state legislatures. To ensure the continued growth of the online marketplace, and to ensure that this marketplace reaches its full potential, consumer concerns about privacy must be addressed.

C. The Commission’s Approach to Online Privacy – Initiatives Since 1995

Since 1995, the Commission has been at the forefront of the public debate on online privacy. Among other activities, the Commission has held public workshops; examined Web site information practices and disclosures regarding the collection, use, and transfer of personal information; and commented on self-regulatory efforts and technological developments intended to enhance consumer privacy. The Commission’s goals have been to understand this new marketplace and its information practices, and to assess the costs and benefits to businesses and consumers. While the Commission recommended legislation to address children’s privacy in 1998, it has continued to encourage and facilitate effective self-regulation to protect consumers generally.

1. The Fair Information Practice Principles and Prior Commission Reports

In its 1998 report, Privacy Online: A Report to Congress, the Commission summarized widely-accepted principles regarding the collection, use, and dissemination of personal information. These fair information practice principles, which predate the online medium, have been recognized and developed by government agencies in the United States, Canada, and Europe since 1973, when the United States Department of Health, Education, and Welfare released its seminal report on privacy protections in the age of data collection, Records, Computers, and the
Rights of Citizens. The 1998 Report identified the core principles of privacy protection common to the government reports, guidelines, and model codes that had emerged as of that time:

1. **Notice** – data collectors must disclose their information practices before collecting personal information from consumers;

2. **Choice** – consumers must be given options with respect to whether and how personal information collected from them may be used for purposes beyond those for which the information was provided;

3. **Access** – consumers should be able to view and contest the accuracy and completeness of data collected about them; and

4. **Security** – data collectors must take reasonable steps to assure that information collected from consumers is accurate and secure from unauthorized use.

It also identified Enforcement – the use of a reliable mechanism to impose sanctions for noncompliance with these fair information practices – as a critical ingredient in any governmental or self-regulatory program to ensure privacy online.

The 1998 Report also set out the findings of the Commission’s first online privacy survey of commercial Web sites’ information practices and assessed self-regulatory efforts to protect consumers’ privacy online. The 1998 survey demonstrated that, while almost all Web sites (92% of the comprehensive random sample) were collecting large amounts of personal information from consumers, few (14%) disclosed anything at all about the site’s information practices: how, for example, personal information was used by the site; whether it was shared with others; and whether consumers had any control over the use or disclosure of their information.

Based on survey data showing that the vast majority of sites directed at children also collected personal information, the Commission called upon Congress to enact legislation protecting this vulnerable population. The Commission deferred its recommendations with respect to all other commercial sites. In subsequent Congressional testimony, the Commission referenced promising self-regulatory efforts suggesting that industry should be given more time to
address online privacy issues. The Commission urged the online industry to expand these efforts by adopting effective, widespread self-regulation based upon the long-standing fair information practice principles – Notice, Choice, Access, and Security – and putting enforcement mechanisms in place to assure adherence to these principles.

Last year, Georgetown University Professor Mary Culnan conducted a survey of a random sample drawn from the most-heavily trafficked sites on the Web and a survey of the busiest 100 sites. The results of the former, the Georgetown Internet Privacy Policy Survey Report (“GIPPS Report”), showed significant improvement in the frequency of privacy disclosures. Notwithstanding this positive change, the results of the GIPPS Report demonstrated that industry still had far to go in improving the nature and substance of those disclosures. Only one-tenth of the sites made disclosures that even touched on all four fair information practice principles. After reviewing the GIPPS Report, the Commission issued its 1999 report to Congress, *Self-Regulation and Privacy Online*. In the 1999 Report, a majority of the Commission again recommended that self-regulation be given more time, but called for further industry efforts to implement the fair information practice principles and promised continued Commission monitoring of these efforts.

### 2. Commission Initiatives Since the 1999 Report

In the past year, the Commission has been involved in several significant initiatives to study and promote online privacy. In November 1999, the Commission, together with the Department of Commerce, held a public workshop on “online profiling” by third-party advertisers. The workshop was designed to educate the public about this practice, as well as its privacy implications, and to examine current efforts by network advertisers to implement fair information practices. At the workshop, industry leaders announced their commitment to develop self-regulatory principles based on fair information practices. The Commission soon will issue a report addressing concerns raised by online profiling, as well as industry’s self-regulatory efforts in this area.
The Commission also convened an Advisory Committee on Online Access and Security, a group comprising 40 e-commerce experts, industry representatives, security specialists, and consumer and privacy advocates, to provide advice and recommendations to the Commission regarding the implementation of the fair information practice principles of Access and Security online. In a series of public meetings, the Advisory Committee discussed options, and the costs and benefits of each option, for implementation of these principles. The Committee’s report to the Commission is discussed in more detail in Section III of this Report.

In February and March of this year, the Commission conducted its second survey of U.S. commercial Web sites’ information collection and privacy disclosure practices. The Survey results are reported in Section II of this Report.

**D. Self-Regulation Through Seal Programs**

Industry’s primary self-regulatory enforcement initiative has been the development of online privacy seal programs. These programs require their licensees to implement certain fair information practices and to submit to various types of compliance monitoring in order to display a privacy seal on their Web sites. If widely adopted, they promise an efficient way to alert consumers to licensees’ information practices and to demonstrate licensees’ compliance with program requirements. Although the number of sites enrolled in these programs has increased in absolute terms since last year, the seal programs have yet to establish a significant presence on the Web.

TRUSTe, the first online privacy seal program, has grown from over 500 licensed Web sites last year to more than 1200 sites in a variety of industries. Over 450 sites representing 244 companies have been licensed to post the BBBOnLine Privacy Seal since the program was launched last March. The CPA WebTrust program, which includes a privacy component in its requirements, has licensed its seal to 28 Web sites; and six companies have been licensed to post the PriceWaterhouseCoopers BetterWeb online privacy seal.
Other online privacy seal programs have been announced or are in the early stages of development, and a complementary effort by major accounting firms to offer online privacy assurance services is underway. Nevertheless, and despite the fact that the established programs have experienced continued growth, the impact of online privacy seal programs on the Web remains limited, as demonstrated by the Survey results discussed below.

II. RESULTS OF THE COMMISSION’S 2000 ONLINE PRIVACY SURVEY

A. OVERVIEW

In February and March 2000, the Commission conducted a survey of the busiest U.S. commercial sites on the World Wide Web. The objective of the Survey was to gather the information necessary to assess industry’s progress in protecting consumer privacy online. Accordingly, the Survey examined how many commercial Web sites collect personal information from consumers and how many provide any privacy disclosures; it also included an analysis of the content of Web sites’ privacy disclosures in light of the fair information practice principles. Finally, the Survey provided a first look at the practice of online profiling by measuring the prevalence of the placement of cookies by third parties.

The Survey examined Web sites that had 39,000 or more unique visitors each month. These sites were drawn from a list provided by Nielsen//NetRatings based on January 2000 traffic figures. Two separate groups were drawn from this pool of sites: (1) a random sample of all of the sites (the “Random Sample”) and (2) the 100 busiest sites (the “Most Popular Group”). A detailed methodology describing the sample selection, data collection, data entry, and data analysis is included in Appendix A. Lists of the sites included in the Random Sample and the Most Popular Group are set forth in Appendix B.

Data collection for the Survey took place in three phases. First, Commission staff surveyed both groups of Web sites during a two-week period in February 2000, searching each site to determine whether it (a) collects personal identifying information and/or non-identifying
information from consumers and (b) posts any privacy disclosures. Privacy disclosures were
defined to include both “privacy policies,” (descriptions of a site’s information practices located
together in a paragraph or on a Web page), and “information practice statements,” discrete
statements about particular information practices. Commission staff printed all privacy disclo-
sures they found at a site. Second, a separate group of Commission staff examined each site
surveyed to determine whether any entity other than the Web site being visited was attempting
to place a cookie on the site.

Finally, a third group of Commission staff reviewed all of the privacy disclosures for each
site in the Survey and answered questions about the content of these disclosures. This content
analysis assessed a site’s compliance with the four fair information practice principles: Notice,
Choice, Access, and Security. Copies of the questionnaires completed by staff in each phase of
the Survey, as well as the instructions for use of each form, are set forth in Appendix B.

The results of the Survey are reported below for both the Random Sample and the Most
Popular Group. Results for the Random Sample may be generalized to all U.S. “.com” sites
with 39,000 or more unique visitors per month (excluding “adult,” children’s, and business-to-
business sites). Results for the Most Popular Group refer only to the sites in that group, and
cannot be generalized beyond that universe. In addition, a “weighted analysis” figure is also
reported. Unlike the other two measures, which reflect the likelihood that a site will follow a
particular information practice, the weighted analysis figure reflects the likelihood that a con-
sumer will visit a site that follows that practice. It seeks to represent consumer experience and
gives proportionately more weight to sites with more traffic. A detailed explanation of the
weighted analysis is included in the Methodology in Appendix A.
B. Survey Results

1. Sites Surveyed

The Random Sample consists of 335 Web sites, including e-commerce sites offering a wide array of consumer goods and services: auctions; banking; cars; clothing; electronics; flowers; groceries; home decorating supplies; investment services; online directories and look-up services; personal care products; software; sporting goods; and Web site hosting services. The Random Sample also includes sites that provide information, such as news and entertainment, as well as financial, medical, sports, and travel information.

The Most Popular Group consists of 91 of the 100 busiest sites on the Web in January 2000. Web sites in this group include search engines, portals, and Internet service providers, as well as e-commerce sites offering consumer goods and services, including computer hardware and software; electronics; email services; books; music; clothing; news and entertainment; auctions and contests; job listings; travel services; real estate listings; and medical information.

2. Personal Information Collection

Web sites collect a vast amount of personal information from and about consumers. This information is routinely collected from consumers through registration forms, order forms, surveys, contests, and other means, and includes personal identifying information, which can be used to locate or identify an individual, and non-identifying information. The Commission’s Survey findings demonstrate that nearly all Web sites collect personal identifying information from consumers. Ninety-seven percent of the sites in the Random Sample, and 99% in the Most Popular Group, collect an email address or some other type of personal identifying information. In addition, when the traffic of all sites surveyed is taken into account, there is a 99% chance that, during a one-month period, a consumer surfing the busiest sites on the Web will visit a site that collects personal identifying information (this is the “weighted analysis figure”). The Survey data also demonstrate that 68% of sites in the Random Sample, and 77% in the Most Popular Group, collect non-identifying information.
weighted analysis figure is 76%. Most of the sites surveyed, therefore, are capable of creating personal profiles of online consumers by tying any demographic, interest, purchasing behavior, or surfing behavior information they collect to personal identifying information.

3. FREQUENCY OF PRIVACY DISCLOSURES: COMPARISON WITH PREVIOUS SURVEYS

The results of the 1999 GIPPS Report showed a significant increase over the previous year in the percent of Web sites posting at least one privacy disclosure – i.e., either a unified privacy policy or a discrete information practice statement (such as, “This is a secure order form”).

Sixty-six percent of Web sites in the GIPPS random sample, compared with 14% of Web sites in the Commission’s 1998 Comprehensive Sample had such disclosures. This year, the Commission’s Survey findings demonstrate continued improvement on this front, with 88% of Web sites in the Random Sample posting at least one privacy disclosure. Of sites in the Random Sample that collect personal identifying information, 90% post at least one privacy disclosure.

All of the sites in the Most Popular Group post at least one privacy disclosure, compared with 93% of the sites in Professor Culnan’s 1999 survey of the 100 busiest sites, and 71% in the Commission’s 1998 Most Popular Sample. The weighted analysis figure is 96%.

The percent of sites displaying a privacy policy (as opposed to a discrete information practice statement) has also continued to increase. Sixty-two percent of sites in the Random Sample (compared with 44% in the 1999 GIPPS survey) and 97% of sites in the Most Popular Group (compared with 81% in the 1999 OPA survey) post a privacy policy. The weighted analysis figure is 82%. Figure 1 demonstrates the progress Web sites have made in posting any disclosures about their information practices since the Commission’s 1998 Report was issued.
There are limits, however, to the value of this data in assessing the extent of consumer privacy protection online. In ascertaining whether a privacy disclosure was posted on a site, Commission staff credited any disclosure, even if related to only one discrete information practice. Thus, a site posting only a statement such as “Click here if you do not want to receive email updates from us,” or “This is a Secure Order Form,” was given credit for having a privacy disclosure. Moreover, even the posting of a privacy policy does not necessarily mean that a site follows any or all fair information practices, as the policy might address only certain practices and not others. Accordingly, the Commission’s 2000 Survey went beyond the mere counting of disclosures; it analyzed the nature and substance of these privacy disclosures in light of the fair information practice principles described in the 1998 Report.
4. **Content of Privacy Disclosures: Comparison with Fair Information Practice Principles**

As discussed above, four key principles have been widely accepted for nearly thirty years as necessary to assuring that information practices are fair and provide adequate privacy protections for consumers: Notice, Choice, Access, and Security. Since 1995, the Commission has actively supported industry self-regulatory efforts to address consumers’ privacy concerns, with particular focus in recent years on industry implementation of these fair information practice principles. The Commission’s Survey, therefore, included a set of content analysis questions designed to ascertain the extent to which a Web site’s privacy disclosures implemented each of these fair information practice principles. In analyzing whether sites’ disclosures followed the fair information practices, the Commission focused on sites that collect personal identifying information.

**Implementation of All Four Fair Information Practice Principles**

Survey results showed that, in the Random Sample, one-fifth, or 20%, of Web sites that collect personal identifying information implement, at least in part, the fair information practice principles of Notice, Choice, Access, and Security. (Figure 2). While this indicates improvement since the release of the GIPPS Report – which found that 10% of sites in the random sample posted disclosures addressing at least one element of each of the four fair information practice principles – it still shows that only a small percentage of sites are providing protection in the core areas. In the Most Popular Group, 42% of Web sites collecting personal identifying information implement, at least in part, each of the fair information practice principles. The weighted analysis figure is 32%.  
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Implementation of Notice & Choice Only

While views about how Web sites should implement Access and Security differ, Notice and Choice do not present the same implementation issues. Therefore, the Commission also examined the data to determine whether Web sites are implementing Notice and Choice. In evaluating sites in terms of these two principles only, the Survey found that 41% of sites in the Random Sample that collect personal identifying information, and 60% of such sites in the Most Popular Group, meet the basic Notice and Choice standards. The weighted analysis figure for Notice and Choice is 58%. Figure 3 shows the proportion of sites collecting personal identifying information in the Random Sample and in the Most Popular Group that meet the Notice and Choice standards.
The following discussion describes the types of disclosures for which sites were awarded credit for each of the fair information practice principles of Notice, Choice, Access, and Security, and the results for each principle individually.

**Content Analysis Results for Each Fair Information Practice Principle**

**Notice:** The Notice principle is the most fundamental of the fair information practice principles, because it is a prerequisite to implementing other fair information practice principles, such as Choice or Access. As described in more detail in the Commission’s 1998 Report, the Notice principle states that consumers should be given clear and conspicuous notice of an entity’s information practices before any personal information is collected from them, including: identification of the entity collecting the data, the uses to which the data will be put, and the recipients of the data; the nature of the data collected and the means by which it is collected; whether provision of the requested data is voluntary or required; and the steps taken by the data...
collector to ensure the confidentiality, integrity and quality of the data. Notice, then, requires more than simply making an isolated statement about a particular information practice.

Consumers are very interested in learning about a site’s information practices before providing personal information. Survey data show that an overwhelming majority of consumers believe that it is “absolutely essential” or “very important” that a site display a privacy policy and explain how personal information will be used before consumers provide information or make a purchase. Indeed, survey data also show that 57% of Internet users have decided not to use or purchase something from a retail Web site because they were not sure how the site would use their personal information.

The Commission’s Survey asked several questions designed to ascertain if sites are following the Notice principle. A site was deemed to have provided “Notice” if it met the following criteria: (1) it posts a privacy policy; (2) it says anything about what specific personal information it collects; (3) it says anything about how the site may use personal information internally; and (4) it says anything about whether it discloses personal information to third parties. In the Random Sample, just over one-half, or 55%, of the Web sites that collect personal identifying information follow the Notice principle. The results were significantly better for the Most Popular Group, in which 89% of the Web sites that collect personal identifying information adhere to the Notice principle. The weighted analysis figure is 77%.

Choice: The Choice principle relates to giving consumers options as to how any personal information collected from them may be used for purposes beyond those necessary to complete a contemplated transaction. Under the Choice principle, data collectors must afford consumers an opportunity to consent to secondary uses of their personal information, such as the placement of consumers’ names on a list for marketing additional products or the transfer of personal information to entities other than the data collector.

Consumers are very concerned about whether Web sites will share their personal information with other entities. According to one survey, 92% of Internet users would be uncomfortable (67% “not at all comfortable”) if a Web site shared their information with other organiza-
In addition, an overwhelming majority of consumers – 88% – want sites to always ask permission before sharing their personal information with others.\(^{92}\)

Consumer survey research shows that online consumers are also concerned about how their information is used by Web sites for marketing purposes. According to one recent study, online consumers “dread junk mail”: 78% of Internet users who have purchased online report being concerned that the company from which they have made a purchase will use personal information to send them unwanted email, or “spam.”\(^{93}\) Of those Internet users who have not made any purchases online, nearly all – 94% – are concerned about being spammed, and concern among both buyers and non-buyers has increased since 1998.\(^{94}\) Further, over 70% of consumers identified the ability to be removed from a site’s mailing list as a “very important” criterion in assessing a site’s privacy protections.\(^{95}\)

Consistent with these consumer concerns, the Commission’s Survey included questions about whether sites provide choice with respect to their use of personal information to send communications (other than those related to processing an order) back to consumers (“internal choice”), and whether they provide choice with respect to their disclosure of personal identifying information to other entities, defined in the Survey as “third parties” (“third-party choice”).\(^{96}\) Sites that provide both internal and third-party choice received credit for Choice.\(^{97}\)

In the Random Sample, one-half (50%) of the sites that collect personal identifying information satisfy the Choice principle.\(^{98}\) Two-thirds (67%) of the sites in the Most Popular Group provide Choice.\(^{99}\) The weighted analysis figure is 61%.\(^{100}\)

Access: The third core principle, Access, refers to an individual’s ability both to access data about him or herself – *i.e.*, to view the data in an entity’s files – and to contest that data’s accuracy and completeness.\(^{101}\) Access is essential to improving the accuracy of data collected, which benefits both data collectors who rely on such data, and consumers who might otherwise be harmed by adverse decisions based on incorrect data.\(^{102}\) It also makes data collectors accountable to consumers for the information they collect and maintain about consumers, and enables consumers to confirm that Web sites are following their stated practices.\(^{103}\)
While Access is widely recognized as an important fair information practice, the Commission believes that Access presents unique implementation issues that require consideration before its parameters can be defined. Specifically, the Commission believes that Access should be “reasonable,” and that the costs and benefits of providing access should be considered in defining its scope. As discussed in greater detail below, the Advisory Committee on Online Access and Security was formed to identify these costs and benefits and develop options for the implementation of reasonable access by Web sites. Some of the issues considered by the Advisory Committee include: the scope of access, including what categories of data must be made available;\footnote{104} the costs and benefits of providing access;\footnote{105} and how to ensure adequate authentication that the person requesting access is the data subject.\footnote{106} While the views of Committee members differed on these issues, the Committee was able to identify several options for providing consumers with Access that should inform any determination as to the parameters of “reasonable access.”

The Commission’s Survey asked three questions about Access: whether the site says that it allows consumers to (1) review at least some personal information about them; (2) have inaccuracies in at least some personal information about them corrected; and (3) have at least some personal information about them deleted.\footnote{107} In recognition of the unique implementation issues presented by Access, which were only recently examined by the Advisory Committee, a site was given credit for Access if it provides \emph{any one} of these disclosures. In the Random Sample, 43\% of sites that collect personal identifying information post a disclosure relating to review, correction, or deletion of at least some personal information.\footnote{108} For the Most Popular Group, 83\% provide such an Access disclosure.\footnote{109} The weighted analysis figure is 68\%.\footnote{110}

Although a site received Access credit for disclosures about any one of its three elements (review, correction, or deletion), the Commission believes that fair information practices require that consumers be afforded \emph{both} an opportunity to review information \emph{and} an opportunity to contest the data’s accuracy or completeness – \textit{i.e.}, to correct or delete the data.\footnote{111} An opportunity to review personal information is consistent with what a majority of consumers want and
consider important. A recent survey found that 79% of Internet users believe that a procedure allowing the consumer to see the information the company has stored about them is “absolutely essential” or “very important.” The Commission also believes that the ability to address any inaccuracies found – through correction or deletion – benefits consumers and data collectors by improving the accuracy of data and increasing consumer trust. Based on the work of the Advisory Committee, however, the Commission still believes that the specific terms of Access (e.g., the scope of information made available) and the burdens and costs it imposes should be carefully considered in any determination of what constitutes “reasonable access.”

**Security:** The fourth fair information practice principle, Security, refers to a data collector’s obligation to protect personal information against unauthorized access, use, or disclosure, and against loss or destruction. Security involves both managerial and technical measures to provide such protections. The Commission believes that Security, like Access, presents unique implementation issues and that the security provided by a Web site should be “adequate” in light of the costs and benefits.

As discussed in greater detail below, the Advisory Committee also explored the meaning of “adequate security” and developed implementation options. There was strong agreement among Committee members that security is a process: no one static standard can assure adequate security, as threats, technology, and the Internet itself are constantly evolving. There was also consensus that commercial Web sites should maintain security programs to protect personal data and that data security requirements may vary depending on the nature of the data collected; therefore, the Advisory Committee Report recommends that each Web site maintain a security program that is “appropriate to the circumstances.” The Advisory Committee pointed out that, while most consumers worry about security for the transmission of personal information to a site, security threats to that information once a site receives it are far more substantial and pervasive.

The Advisory Committee also examined whether, and to what extent, Web sites should make disclosures about security. As discussed in greater detail below, the Committee agreed
that *providing* security is more important than making disclosures about it, but that disclosures could be useful in conjunction with implementing actual security measures. Specifically, the Advisory Committee’s report states that a security notice is an appropriate tool for informing consumers about a company’s information practices and that such a notice is critical to consumers’ ability to make informed choices about such practices. It also states that security disclosures would be most useful if they allow meaningful comparisons between sites, but warns against detailed disclosures, which could confuse consumers and invite security breaches.

The Commission believes that, in addition to taking steps to assure adequate security (including the steps outlined in the Advisory Committee’s report), it is important that sites make some disclosures about their security practices in order to enhance consumer confidence and demonstrate sites’ commitment to fair information practices. Surveys show that disclosures about online security would encourage consumers to use the Internet more in general, to register at sites, and to purchase products or services from sites. The Commission is mindful, however, of the challenges of providing security notices that are concise, meaningful, and not counter-productive.

The Commission’s Survey asked whether sites disclose that they (1) take any steps to provide security, and if so, whether they (2) take any steps to provide security for information during transmission, or (3) take any steps to provide security for information after receipt. A site was awarded credit for Security if it made any of these disclosures. Slightly more than half, or 55%, of the sites that collect personal identifying information in the Random Sample, and approximately three-quarters, or 74%, of those in the Most Popular Group, post any security disclosure. The weighted analysis figure is 65%.

In light of the Advisory Committee’s discussions showing that security is most important once the site has received personal data, the Commission believes that, going forward, sites should post disclosures about security that specifically address the fact that security measures are taken after such receipt.
5. Enforcement of Fair Information Practice Principles

In addition to the substantive fair information practice principles of Notice, Choice, Access, and Security, a fifth principle is essential to ensuring consumer protection: Enforcement.\textsuperscript{127} The key enforcement mechanisms to emerge in industry’s self-regulatory efforts are the privacy seal programs.\textsuperscript{128} This year, Commission staff looked for whether a site displayed a privacy seal, such as the TRUSTe, BBB\textit{OnLine Privacy}, CPA WebTrust, or the Entertainment Software Ratings Board seals. The Survey found that less than one-tenth, or approximately 8\%, of sites in the Random Sample display a privacy seal.\textsuperscript{129} (Figure 4). The weighted analysis figure is 36\%.\textsuperscript{130} It also found that of the 27 sites with a privacy seal, approximately one-half (52\%) implement, at least in part, all four of the fair information practice principles.\textsuperscript{131} Only 63\% implement Notice and Choice.\textsuperscript{135} Forty-five percent of sites in the Most Popular Group display seals.\textsuperscript{133} (Figure 4). Of those 41 sites, 56\% implement all four of the fair information practice principles, and 71\% implement Notice and Choice.\textsuperscript{134} 

![Figure 4: Percent of Sites With a Privacy Seal](image)

Source: Appendix C, Table 14a.
6. **Third-Party Cookies**

The Commission’s Survey also collected data on the number of sites at which a third party, defined as any domain other than the site being surveyed, attempts to place a cookie on the consumer’s computer. The Survey findings demonstrate that most sites – 57% of the sites in the Random Sample and 78% of the sites in the Most Popular Group – allow the placement of cookies by third parties. The weighted analysis figure is 69%. The majority of the third-party cookies in the Random Sample and in the Most Popular Group are from network advertising companies that engage in online profiling.

In addition, the majority of Web sites that allow third-party cookies do not disclose that fact to consumers. As shown in Figure 5, only 22% of the sites in the Random Sample at which a third party attempts to place a cookie, and 51% of such sites in the Most Popular group, tell consumers that third parties may place cookies or collect information about them as they visit the site. The weighted analysis figure is 41%.
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**Figure 5**

Third-Party Cookies: Placement and Disclosure Rates

- Sites that allow third-party cookie placement (% of all sites)
- Sites that post a disclosure about third-party cookie placement (% of sites that allow third-party cookies)

Source: Appendix C, Tables 15a & b.
C. BEYOND THE NUMBERS

The Survey results described above must be assessed in light of the Survey’s limitations and the complexity of many Web sites’ information practices. This section of the Report provides that context by describing in greater detail the scope of the Survey – and, specifically, the scope of the content analysis – and by addressing qualitative issues not captured by the Survey.

1. SCOPE OF CONTENT ANALYSIS

In light of the complexity of actual business practices and the myriad ways in which companies can handle personal information, it is difficult to categorize the many disparate information practices embodied in the privacy disclosures that were analyzed. Many Web sites have multiple information practices that differ according to the nature or source of the information at issue or the context in which it was collected. While some sites have a single practice that applies to all information (for example, a site may state that it never shares any personal information with third parties), other sites have multiple policies that apply in different circumstances (for example, a site may share certain types of information with third parties if a consumer enters a sweepstakes, but not if a purchase is made). Capturing information at this level of detail was beyond the scope of the Survey.

Further, many Web sites’ privacy disclosures are unclear as to whether certain stated practices are universally applied. Thus, for example, a site may state that it provides consumers choice with respect to receiving a newsletter from the site. While such a disclosure provides choice with respect to receiving some further communications from the site, it says nothing about whether the site will or will not contact the consumer in other ways. Similarly, a site may identify certain items of personal information that it collects, or certain uses made of that information; however, because the Survey assesses only a Web site’s stated fair information practices, and not its actual practices, it is impossible to assess whether such a disclosure is complete – i.e., whether it describes all of the information the site collects or all of the uses made of that information.
Thus, the questions in the content analysis form follow an “at least some” rule: they consistently ask whether a certain practice is true with respect to at least some information collected by the site. For example, for Notice, the form asks whether a site identifies at least one type of specific information the site collects from consumers, and not whether the site identifies all such information. Similarly, for Access, the form asks whether a site states that it allows consumers to review at least some information about them, or to have at least some personal information corrected or deleted.

The Survey results described above should be considered in light of this methodology. Thus, with respect to each fair information practice, the results reflect the number of Web sites implementing the practice at least in part, but not necessarily in a complete manner.

- With respect to Notice, this means that a site received credit if it posts a privacy policy, and identifies at least one specific type of information it collects, at least one use to which such information will be put, and whether any of the information will or will not be shared with third parties. This is so notwithstanding that the Web site may collect many additional pieces of personal information, use that information in many other undisclosed ways, and share some or all of the information in contexts not described in the site’s privacy policy.

- With respect to Choice, this means that a site received “internal choice” credit if it offers choice for only one type of communication to a consumer, and received “third-party choice” credit if it offers choice for the sharing of only one type of information with third parties, even though the site may, in practice, send other communications and share other information without offering consumers choice.

- With respect to Access, a site received credit if it offers the ability to review, correct, or delete at least one item of personal information it has collected – oftentimes simply an opportunity to update an email address – without regard to what other information a site may actually have collected and compiled.
With respect to **Security**, a site received credit if it makes only a single statement regarding security, regardless of the extent of security precautions taken by a site. Thus, the Survey results paint a picture that is both simpler and clearer than the underlying reality.

### 2. Clarity of Disclosures

While the objective numbers described above provide a benchmark by which to assess the quantity and content of privacy disclosures, they do not reflect their clarity. Recent news reports have highlighted the often confusing nature of privacy policies,\(^{141}\) and the staff who reviewed the content of privacy policies reported similar frustration in parsing the sometimes contradictory language of many of these policies. Perhaps as a result of such confusing policies, 64% of consumers have indicated that they do not trust even those sites with posted privacy policies.\(^ {142}\) Whether disclosures are clear and understandable or confusing and misleading is more difficult to quantify than the objective criteria described above. It is clear, however, that many privacy disclosures are internally contradictory, and the data must be assessed with this in mind. The confusion caused by poorly-drafted privacy disclosures can be broadly grouped into three problem areas: contradictory language, unclear descriptions of how consumers can exercise choice, and the possibility of changes to the policy at any time. Each is briefly discussed below.

#### a. Contradictory Language

As with many consumer disclosures, there is a tension between providing full and accurate information about a site’s information practices and providing short and easily understandable disclosures that consumers are likely to read and understand. Many sites appear to reconcile this tension by providing general descriptions of their practices, followed by more detailed descriptions. While such an approach serves to convey the information in a concise format while also providing full disclosure, it can also be confusing if the general description varies
materially from the details disclosed further in the privacy policy. Unfortunately, this is not an uncommon practice, as many sites describe their policies in general, privacy-protective language, only to reveal further in the policy that many exceptions exist to the general rule.

Examples of confusing policies abound. Thus, one site represents:

As a general rule, [the company] will not disclose any of your personally identifiable information except when we have your permission or under special circumstances, such as when we believe in good faith that the law requires it or under the circumstances described below.

Elsewhere in the privacy policy the site says that it “does not sell or rent user information to anyone.” Such statements give the impression that personal information will not be provided to third parties absent a consumer’s consent or some special circumstance. In reality, however, the privacy policy goes on to disclose myriad circumstances in which information may be provided to third parties, including the disclosure of information to business partners, sponsors, and other third parties. While it is commendable that the site discloses these information sharing practices, the general statements quoted above serve to obfuscate these sharing arrangements.

Another site “invite[s] all customers who would like to receive [company] information via email to contact us . . . .” This gives the impression that absent some affirmative step by the consumer (i.e., an “opt-in”), no information will be sent. In the very next sentence, however, the privacy policy states:

If you prefer not to receive e-mail from [the company] in the future or prefer that your information not be shared with organizations other than [the company] or its affiliates, please feel free to send us an e-mail to that effect as well, and we will do our best to honor your request.

Thus, it appears that the company actually requires consumers to opt-out of receiving communications from the company, and even then there is no guarantee that a consumer’s request will be honored (only that the company will do its best to honor the request). Such
contradictory language is likely to confuse consumers and negate the value of posting information practice disclosures.

b. Ambiguous Language Regarding Choice

A second common problem is the use of ambiguous or misleading language in describing how a site implements consumer choice regarding the use of personal information. Often, sites state that information will not be used to contact the consumer, or will not be shared with third parties, without the user’s consent or agreement. In practice, however, such “consent” is obtained either through the provision of the information by the consumer (i.e., by providing the information the consumer implicitly agrees to these secondary uses) or by pre-checked “click-boxes” buried at the end of a registration form. In the latter case, a consumer may believe, based on the “consent” language, that he or she need not do anything to prevent the further use of the information. In reality, however, because a click-box had been pre-checked, the consumer is deemed to consent unless he or she unchecks the box. The use of ambiguous language regarding how consumers can exercise choice undercuts the value of offering such choice in the first instance.

c. Changes to Policies

Finally, many privacy policies state that a site reserves the right to make changes to its information practices in the future and urge consumers to check the policy often for such changes. The chance that new, inconsistent policies may be applied to previously collected information is troubling and may undermine consumer confidence in the rest of the privacy policy. In certain circumstances, the application of new information practices to information collected pursuant to different, stated practices may constitute an unfair and/or deceptive practice. At the very least, Web sites should inform consumers whose information they have collected of material changes in their information practices. In some instances, affirmative choice by the consumer may be required.
d. Best Practices

The Commission commends those sites that have posted privacy policies and implemented the fair information practices. Improving the clarity and comprehensibility of such policies, however, is essential to overcoming consumer concerns about the misuse of their personal information. Based upon the Survey, the Commission has identified the following guidelines that may help ensure that consumers understand what a Web site’s information practices are.

Of utmost importance, privacy policies and other information practice disclosures should be clear and conspicuous, and written in language that is simple and easy to understand. These disclosures should be site-specific and should be based on the site’s actual information practices. Web sites should also strive to avoid the confusing practices discussed above – such as using misleading general statements and ambiguous language regarding choice. In light of the complexity of many entities’ information practices, the Commission recognizes the tension inherent in drafting disclosures that are succinct and easy to read on the one hand and accurate on the other; it believes that, consistent with the existing practices of many Web sites, this tension is appropriately dealt with by providing consumers both summary and detailed information regarding an entity’s information practices. The summary information should reflect the entity’s basic practices with respect to consumer information, and should accurately depict the nature of those practices. For example, an entity that sometimes shares personal information with third parties should clearly state as much, even if information is not always shared. The details of the entity’s disclosure practices can follow the general description, allowing those consumers who want more detail to understand more fully an entity’s practices.

The privacy policy should also clearly explain how a consumer can exercise choice over the use of his or her information, rather than simply stating that a consumer’s personal information will not be shared without his “consent.” Web sites should also strive to provide consumers with Notice and Choice if their information practices change in a material way. Finally, links to a privacy policy, as well as discrete and relevant information practice disclosures, should be prominently displayed on a site’s home page and on every page on which personal
information is collected. Without clear and understandable information practice disclosures, it is unlikely that consumer concerns regarding online privacy will abate.

**III. THE FTC ADVISORY COMMITTEE ON ONLINE ACCESS AND SECURITY**

As discussed above, the Commission believes that the fair information practice principles of Access and Security are important elements in safeguarding privacy, but recognizes that implementing these principles may raise a number of issues. Accordingly, in December 1999, the Commission established the Federal Trade Commission Advisory Committee on Online Access and Security (“Advisory Committee”) pursuant to the Federal Advisory Committee Act, 5 U.S.C. App. §§ 1-15 (the “FACA”). The Commission asked the Advisory Committee to consider the parameters of “reasonable access” to personal information collected from and about consumers online and “adequate security” for such information. Based on this mandate, the Advisory Committee prepared a report presenting options for implementation of these fair information practices and the costs and benefits of each option. The duties of the Advisory Committee were solely advisory, and were focused only on developing implementation options for Access and Security.

The Commission requested nominations for the Advisory Committee in a Federal Register Notice and appointed forty Advisory Committee members who effectively represented the varied viewpoints on implementing Access and Security online. The Advisory Committee held four public meetings between February and May, 2000. In addition, Advisory Committee members worked in subgroups between meetings to address specific topics in more depth and to draft working papers and sections of the Advisory Committee’s report for discussion at the public meetings. The Advisory Committee submitted a final report to the Commission on May 15, 2000, which is bound separately as Appendix D to this Report.

The Commission commends the Advisory Committee for identifying the many challenging issues surrounding implementation of Access and Security, as well as the costs and benefits – to
both businesses and consumers – of various implementation options. As discussed above, the Advisory Committee’s discussions and findings are extremely helpful in providing a framework from which to analyze the Survey results and to consider general standards for implementing Access and Security in the future. The Advisory Committee’s findings also reveal that the issues raised by implementing Access and Security are indeed complex, and are worthy of further examination. A brief summary of the Advisory Committee’s meetings and Report follows.

**A. Access**

To define “reasonable access,” the Advisory Committee focused on such issues as the scope of information to which consumers should have access;\(^{151}\) the entities that should be obligated to provide consumers access to information about them;\(^{152}\) and appropriate and feasible means for authenticating access requests to prevent unauthorized access.\(^{153}\) The Advisory Committee Report acknowledges that implementing the fair information practice principle of Access is a complex task, and there was considerable disagreement among members as to how “reasonable access” should be defined, including whether access should vary with the use or type of data.\(^{154}\) The Report states that providing the consumer with access to information can promote accuracy and safeguard against errors or fraud in various circumstances,\(^{155}\) although members disagreed on the circumstances under which access should be provided and the data to which consumers should have access.\(^{156}\) Some members believed that allowing consumers to review all types of information held by businesses, including marketing data and data from offline sources linked to data collected online, is essential;\(^{157}\) others believed that “reasonable access” should be interpreted only as a framework for the correction of data used in making important decisions about a consumer.\(^{158}\)

The Advisory Committee Report presents four options for defining the scope of access: 1) the “total access” approach; 2) the “default to consumer access” approach; 3) the “case-by-case” approach; and 4) the “access for correction” approach. Under the “total access” ap-
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proach, a consumer would be able to access all personal information, regardless of medium, method or source of collection, or the type of data in question.\textsuperscript{159} Such information might include physical address, phone number, email address, bank account numbers, credit card numbers, gender, age, income, browser type, operating system type, preference data, transactional data, navigational and clickstream data, and inferred or derived data.\textsuperscript{160} The principle underlying this approach is that businesses’ information practices should be completely transparent to consumers.\textsuperscript{161}

Under the “default to consumer access” approach, a Web site would establish a mechanism to make available personal information collected online that is “retrievable in the ordinary course of business.”\textsuperscript{162} Information “retrievable in the ordinary course of business” is information that can be retrieved by taking steps that are regularly taken by the business with respect to the information, or that the organization is capable of taking under its existing procedures, so long as doing so is not unreasonably burdensome.\textsuperscript{163} The “unreasonable burden” concept helps define what is and what is not retrievable in the ordinary course of business.\textsuperscript{164} Thus, the business would not need to set up new databases to maintain information in order to provide access, although the business would need to provide access to aggregations of data that it possesses and retrieves itself.\textsuperscript{165} Finally, the business could limit a consumer’s access to information where considerations such as another individual’s privacy outweigh the individual’s interest in access.\textsuperscript{166}

Under the “case-by-case” approach, access would depend on factors such as the content of the information, the holder of the information, the source of the information, and the likely use of the information.\textsuperscript{167} Differences in industry sectors would also be considered.\textsuperscript{168} Under this approach, there is no presumption for or against access, and implementation could result in broad or narrow access.\textsuperscript{169} For example, consumers could have access to sensitive information collected about them, such as financial and health data,\textsuperscript{170} but consumers may have less access to other data, such as inferred data and internal identifiers.\textsuperscript{171}
Finally, under the “access for correction” approach, a Web site would grant access to personal data in its files only where the Web site uses the personal information to grant or deny significant benefits to an individual, and where granting access would improve the accuracy of the data in a way that justifies the costs.\textsuperscript{172} Examples of personal information used to grant or deny significant benefits include credit reports, financial qualifications, and medical records.\textsuperscript{173}

The Advisory Committee Report also evaluates whether the Access principle should apply to entities other than the original data collector.\textsuperscript{174} Members of the Advisory Committee generally agreed that businesses should provide access to data held by their agents.\textsuperscript{175} Some members believed that the obligation to provide access should also be extended to “downstream” recipients of the data in order to provide adequate privacy protections for consumers.\textsuperscript{176} Others believed that this requirement would be too burdensome.\textsuperscript{177}

In addition to examining scope of access issues, the Advisory Committee Report also identifies authentication procedures designed to ensure that only authorized individuals can obtain personal information through an access request. Web sites can employ various levels of authentication in response to an access request – \textit{e.g.}, requiring that the requestor provide the account name, specific personal information (such as a mother’s maiden name), a specific password, information about recent account activity, a physical object that a consumer owns, a biometric characteristic, a piece of information passed to the consumer by a different means, such as the mail, or any combination of these.\textsuperscript{178} Requiring an extremely high level of authentication would be very costly to businesses, and also might discourage consumers from accessing and correcting their own information.\textsuperscript{179} Thus, members agreed that the level of authentication necessary before providing access to information should vary depending on the circumstances, such as the data’s sensitivity and whether correction is permitted.\textsuperscript{180}

The Commission believes that all of these implementation options will be useful to Web sites in developing procedures to facilitate consumer access to personal information collected from and about them, and that the options will be relevant to any determination as to the scope of “reasonable access.”
In considering the parameters of “adequate security” for personal information collected online, the Advisory Committee focused on such issues as the proper standards to assess and ensure “adequate security,” and the managerial and technical measures that should be undertaken to protect information from unauthorized use or disclosure. There was generally far more agreement about how to implement this principle than there was on implementing Access. Advisory Committee members agreed that security is a process, and that no single standard can assure adequate security, because technology and security threats are constantly evolving. Members also generally agreed that there are greater security risks to consumer information after a Web site receives the information than there are during transmission of the information.

The Advisory Committee Report recommends implementation of a security approach that requires that each commercial Web site have a security program to protect personal data that it maintains, and that the program specify its elements and be “appropriate to the circumstances.” The elements of the security program may include conducting a risk assessment; establishing and implementing a security system; managing policies and procedures based on the risk assessment; conducting periodic training for employees; conducting audits; conducting internal reviews; and conducting periodic reassessment of risk. The “appropriateness” standard, which would be defined through case-by-case adjudication, takes into account changing security needs over time as well as the particular circumstances of the Web site, including the risks it faces, the costs of protection, and the type of the data it maintains.

In addition, as noted above, the Advisory Committee Report considers whether Web sites should disclose their security practices. The Report states that a security disclosure is an appropriate tool for informing consumers about a company’s information practices, and is critical to consumers’ ability to make informed choices about those practices. At the same time, it states that while security disclosures could be useful in conjunction with a security program, a disclosure alone does not ensure adequate security. The Report also states that a
security disclosure could be more useful if it allows consumers to compare security among sites in an understandable way. It warns against providing too many technical details, however, which could aid hackers in attacking the Web site, and also states that it may be difficult to convey useful information in a short statement dealing with a subject as complex as computer security. These findings have been extremely useful in analyzing the Survey results, and in considering whether Web sites should be given Security credit for a disclosure that alerts consumers to the fact that a Web site has taken any steps to provide security.

Like the implementation options set forth for Access, the security options provide valuable guidance, and should be considered in any determination as to the parameters of “adequate security.”

IV. COMMISSION RECOMMENDATIONS

The Internet provides a host of opportunities for businesses to gather a vast array of personal information from and about consumers. It also provides unprecedented opportunities for compiling, analyzing, and disseminating such information. While American businesses have always collected some data from consumers in order to facilitate transactions, the Internet allows for the efficient, inexpensive collection of unprecedented amounts of data that can be used for myriad subsequent purposes. It is the prevalence, ease, and relatively low cost of such information collection and use that distinguishes the online environment from more traditional means of commerce and information collection and thereby raises significant consumer privacy concerns.

A. Current FTC Authority

The Commission’s authority over the collection and dissemination of personal data collected online stems from Section 5 of the Federal Trade Commission Act (the “FTC Act” or “Act”), and the Children’s Online Privacy Protection Act (“COPPA”), which governs the collection of information from children under the age of 13. The FTC Act prohibits unfair
and deceptive practices in and affecting commerce. It authorizes the Commission to seek injunctive and other equitable relief, including redress, for violations of the Act, and provides a basis for government enforcement of certain fair information practices. For instance, failure to comply with stated information practices may constitute a deceptive practice in certain circumstances, and the Commission has authority to pursue the remedies available under the Act for such violations. Indeed, the Commission has done so in several cases.\textsuperscript{196} The Commission also has authority to enforce the COPPA. As a general matter, however, the Commission lacks authority to require firms to adopt information practice policies or to abide by the fair information practice principles on their Web sites, or portions of their Web sites, not directed to children.

\textbf{B. Self-Regulation}

The Commission has long encouraged industry to address consumer concerns regarding online privacy through self-regulation. The Commission’s efforts to encourage self-regulation have included bringing industry and consumer and privacy advocates together to address online privacy issues in public workshops, and meeting with, and encouraging, industry leaders to adopt effective self-regulatory programs. These efforts have been based on the belief that greater protection of personal privacy on the Internet will benefit businesses as well as consumers by increasing consumer confidence and participation in the online marketplace.

In its 1998 testimony before Congress, the Commission stated that is was “hopeful that self-regulation [would] achieve adequate online privacy protections for consumers.”\textsuperscript{197} The Commission, however, also “recognize[d] that there [were] considerable barriers to be surmounted for self-regulation to work.”\textsuperscript{198} Specifically, the Commission noted that “an effective enforcement mechanism is crucial” to the success of self-regulation, and that “it [would] be difficult for self-regulatory programs to govern all or even most commercial Web sites.”\textsuperscript{199} Nevertheless, in light of industry efforts at that time, the Commission recommended that Congress refrain from passing legislation. The Commission noted, however, that unless industry
could demonstrate that it had developed and implemented broad-based and effective self-regulatory programs, additional government authority in this area might be necessary. In its 1999 Report, a majority of the Commission again determined that legislation was not then appropriate, but noted the “substantial challenges” that industry continued to face in implementing widespread self-regulation.

The Commission recognizes the magnitude of the public policy challenge presented by Internet privacy and applauds the significant accomplishments of the private sector in developing self-regulatory initiatives to date. The improved statistics regarding the number of Web sites with privacy disclosures and the development of online seal programs are a tribute to industry’s ongoing efforts in this area. The Commission also applauds the industry leaders who have adopted fair information practices. The 2000 Survey data, however, demonstrate that industry efforts alone have not been sufficient. Because self-regulatory initiatives to date fall far short of broad-based implementation of self-regulatory programs, the Commission has concluded that such efforts alone cannot ensure that the online marketplace as a whole will follow the standards adopted by industry leaders.

Indeed, as noted above, only 20% of the busiest sites on the World Wide Web implement to some extent all four fair information practices in their privacy disclosures. Even when only Notice and Choice are considered, fewer than half of the sites surveyed (41%) meet the relevant standards. These numbers fall well short of the meaningful broad-based privacy protections the Commission was seeking and that consumers want. Moreover, the enforcement mechanism so crucial to the success and credibility of self-regulation is absent. Notwithstanding several years of industry and governmental effort, only 8% of heavily-trafficked Web sites display a seal from one of the self-regulatory seal programs.
C. LEGISLATIVE RECOMMENDATION

Ongoing consumer concerns regarding privacy online and the limited success of self-regulatory efforts to date make it time for government to act to protect consumers’ privacy on the Internet. Accordingly, the Commission recommends that Congress enact legislation to ensure adequate protection of consumer privacy online. In doing so, however, the Commission recognizes that industry self-regulation, as well as consumer and business education, should still play important roles in any legislative framework, as they have in other contexts.202

The proposed legislation would set forth a basic level of privacy protection for all visitors to consumer-oriented commercial Web sites to the extent not already provided by the COPPA. Such legislation would set out the basic standards of practice governing the collection of information online, and provide an implementing agency with the authority to promulgate more detailed standards pursuant to the Administrative Procedure Act,203 including authority to enforce those standards. All consumer-oriented commercial Web sites that collect personal identifying information from or about consumers online, to the extent not covered by the COPPA, would be required to comply with the four widely-accepted fair information practices:

(1) Notice – Web sites would be required to provide consumers clear and conspicuous notice of their information practices, including what information they collect, how they collect it (e.g., directly or through non-obvious means such as cookies), how they use it, how they provide Choice, Access, and Security to consumers, whether they disclose the information collected to other entities, and whether other entities are collecting information through the site.

(2) Choice – Web sites would be required to offer consumers choices as to how their personal identifying information is used beyond the use for which the information was provided (e.g., to consummate a transaction). Such choice would encompass both internal secondary uses (such as marketing back to consumers) and external secondary uses (such as disclosing data to other entities).
(3) **Access** – Web sites would be required to offer consumers reasonable access to the information a Web site has collected about them, including a reasonable opportunity to review the information and to correct inaccuracies or delete information.

(4) **Security** – Web sites would be required to take reasonable steps to protect the security of the information they collect from consumers.

The Commission recognizes that the implementation of these practices may vary with the nature of the information collected and the uses to which it is put, as well as with technological developments. For this reason, the Commission recommends that any legislation be phrased in general terms and be technologically neutral. Thus, the definitions of fair information practices set forth in the statute should be broad enough to provide flexibility to the implementing agency in promulgating its rules or regulations.

Such rules or regulations could provide further guidance to Web sites by defining fair information practices with greater specificity. For example, after soliciting public comment, the implementing agency could expand on what constitutes “reasonable access” and “adequate security” in light of the implementation issues and recommendations identified and discussed by the Advisory Committee (e.g., it could identify those circumstances where access would be required and those where the burdens imposed, the intended use of the information, or other considerations would lead to the conclusion that no access is required). Similarly, the agency could examine the specific contours of the Choice requirement, particularly its application to programs in which the sole reason for providing consumers a particular benefit is the collection and use of personal information (e.g., providing discounts to consumers expressly conditioned on the exchange of personal information).

Finally, the Commission notes that industry self-regulatory programs would continue to play an essential role under such a statutory structure. The Commission hopes and expects that industry and consumers would participate actively in developing regulations under the new
legislation and that industry would continue its self-regulatory initiatives. The Commission also recognizes that effective and widely-adopted seal programs could be an important component of that effort.

V. CONCLUSION

The Commission believes that industry’s limited success in implementing fair information practices online, as well as ongoing consumer concerns about Internet privacy, make this the appropriate time for legislative action. The Commission’s proposed legislation would require all consumer-oriented commercial Web sites, to the extent not already covered by the COPPA, to implement the four widely-accepted fair information practice principles, in accordance with more specific regulations to follow. Such legislation, in conjunction with self-regulation, would ensure important protections for consumer privacy at a critical time in the development of the online marketplace.
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