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IN THE UNITED STATES DISTRICT COURT ¥.8.D.C. -Atlants

FOR THE NORTHERN DISTRICT OF GEORGIA

ATLANTA DIVISION
JAN 3 0 2008
LUTHER D) (ROreRs, €
By bR, Elerk
) Clerk
UNITED STATES OF AMERICA, )
)
Plaintiff, ) Civil Action No.
)
v ) Lot g Y
) 1 06 = G V- 0 1 9 R 1
CHOICEPOINT INC., a corporation, )
)
Defendant. )
)

COMPLAINT FOR CIVIL PENALTIES, PERMANENT INJUNCTION,
AND OTHER EQUITABLE RELIEF

Plainuff, the United States of Amenca, acting upon notification and authorization to the
Attorney General by the Federal Trade Commussion (“FTC” or “Commission™), for its
Complamt, alleges that.

1 Plaintiff brings this action under Sections 5(a), 13(b), and 16(a) of the Federal
Trade Commussion Act (“FTC Act”), 15 U S.C. §§ 45(a), 53(b), and 56(a); and Section 621(a) of
the Fair Credit Reporting Act (“FCRA”), 15 U.S C § 1681s(a), to secure permanent injunction,
consumer redress, disgorgement, and other equitable relief from Defendant for engaging 1n acts or
practices violating Section 5(a) of the FTC Act, 15 U.S.C. § 45(a) and the FCRA, 15 U.S.C. §§
1681-1681x; and to recover monetary civil penalties pursuant to Section 621(a)(2)(A) of the

FCRA. 15U S C. § 1681s(a)(2)(A).
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JURISDICTION AND VENUE

2. This Court has subject matter jurisdiction over this matter under 28 U S.C.
§§ 1331, 1337(a), 1345, and 1355, and under 15 U.S.C. §§ 45(m)(1)(A), 53(b), 56(a), and
1691¢(c)

3. Venue 1n the United States District Court for the Northern District of Georgia 1s
proper under 15 U S.C. § 53(b) and under 28 U.S.C. §§ 1391(b)-(c) and 1395(a).

DEFENDANT

4 Defendant ChoicePoint Inc., including for all purposes 1n this Complaint 1ts
subsidiaries and operating companies, (“ChoicePoint” or “Defendant™), 1s a Georgia corporation
with its principal place of business at 1000 Alderman Drnive, Alpharetta, Georgia 30005. In
connection with the matters alleged herein, ChoicePoint has transacted business in this District.

5 At all imes matenal to this Complaint, certain subsidiaries of ChoicePoint have
collected and maintained personal 1dentifying information about individuals, and have furmished
that information to others for a fee. Among other lines of business, ChoicePoint sells to 1ts
subscribers consumer reports obtained from consumer reporting agencies and public record
iformation obtained from a vanety of sources.

6. Certain subsidianes of ChoicePoint are “consumer reporting agencies” as that
term 1s defined 1n Section 603(f) of the FCRA, 15 U.S C. § 1681a(f)

COMMERCE

7. Defendant maintains, and at all times mentioned herein has maintained, a course
of trade 1n or affecting commerce, as “commerce” is defined 1n Section 4 of the FTC Act, 15

U.S.C §44.
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DEFENDANT’S COURSE OF CONDUCT

8 ChoicePoint markets products and services to businesses, governments, and other
entities that use the information contained 1n ChoicePoint’s databases for, among other things,
identification and credential venification purposes. ChoicePoint’s products and services draw
upon billions of records collected and maintained by ChoicePoint that contain the personal
information of consumers, including names, Social Security numbers, dates of birth, bank and
credit card account numbers, and credit histories, much of which 1s sensitive and not publicly
available

9. ChoicePoint furnishes consumers’ personal information, in various combinations
and product lines, to businesses through a number of operating units. These operating units
include, but are not limited to, ChoicePoint Public Records Group, WorkPlace Solutions, and
Insurance Services. ChoicePoint Public Records Group provides public records data, such as
bankruptcy and lien information, as well as identity venfication products and services. These
products contain the personal information of individual consumers, such as name, address, date
of barth, and Social Secunty number. WorkPlace Solutions provides pre-employment and tenant
screening products and services, including consumer reports. Insurance Services provides,
among other things, products and services to the insurance industry for use in underwnting,
including consumer reports.

10. ChoicePornt obtains consumer data from a broad assortment of sources, inctuding,
but not limited to, msurance claims data, public records (such as courthouses, recorders of deeds,
and criminal dockets), motor vehicle records, and other consumer reporting agencies, including
the three nationwide credit reporting agencies. ChoicePoint collects the information without
making any contact with the consumers whose information 1t sells. and consumers cannot remove

their information from ChoicePoint’s databases.
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11 A business obtains data from ChoicePoint by entering 1nto an agreement and
becoming a subscriber. In order to become a subscriber, an entity must submut an application that
includes certain information and documentation to establish that the applicant 1s a legitimate
business with a lawful purpose for purchasing consumer data ChoicePoint then processes the
application matenals before approving or rejecting the account. ChoicePoint has over 50,000
subscribers, including insurance companies, landlords, banks, private investigators, debt
collectors, and a variety of other businesses

12. In February 2005, pursuant to a California state law requirement, ChoicePoint
notified approximately 35,000 California consumers that it may have disclosed their personal
information to persons who did not have a lawful purpose to obtain the information.
Subsequently, ChoicePoint notified approximately 111,000 consumers outside of California that
their information may have been compromised More recently, it notified an additional 17,000
consumers, bringing the total to 163,000 In all cases, the information disclosed by ChoicePomnt
mcluded unique 1dentifying information that facilitates 1dentity theft, such as dates of birth and
Social Security numbers, as well as nearly 10,000 credit reports. At least 800 cases of 1dentity
theft arose out of these incidents

13.  The persons who obtained this consumer information submutted applications to
ChoicePoint and were approved by the company to be subscnbers authonized to purchase
ChoicePomt products and services The applications contained false credentials and other
misrepresentations, which ChoicePoint failed to detect because it had not implemented
reasonable procedures to venfy or authenticate the 1dentities and qualifications of prospective
subscribers. Among other things, ChoicePoint failed to: utilize readily available business

verification products, such as those that identify commercial mail drops; examine applications
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and supporting documentation supplied by prospective new users, compare information supphed
by prospective new users to information supplied by other applicants in order to 1dentify suspect
representations; conduct site visits; or utilize other reasonable methods to detect discrepancies,
illogical information, suspicious patterns, factual anomalies, and other indicia of unrehiability.
Examples of these failures include, but are not imited to, the following:

a. ChoicePoint accepted as verification of certain application information
(e.g , business address) documents that otherwise called into question the authenticity of
the applicant’s business or the reliability of information supplied by the applicant, such as
a utility statement showing a delinquent account or a telephone statement showing billing
at a residential, rather than a business, rate;

b. ChoicePoint accepted for verification purposes documentation that
included facially contradictory information, such as different business addresses on
federal tax identification documents and utility statements, without conducting further
mquiry to resolve the contradiction,

c. ChoicePoint accepted other forms of facially contradictory or 1llogical
application mmformation, such as articles of incorporation that reflected that the business
was suspended or inactive, and tax registration matenals that showed that the business’
registration was cancelled a few days prior to the date the application was submutted to
ChoicePoint, without conducting further inquiry to resolve apparent anomalies;

d. ChoicePoint accepted information inconsistent with the stated type of
busmess of an applicant, such as an apartment number or commercial matl drop as the
apphcant’s business address, or a cellular telephone number as the business’ sole
telephone number, without further inquiry to venfy the authenticity of the applicant’s

business;
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e. ChoicePoint approved, without further inquiry, the applications of
subscribers notwithstanding the fact that the applicant left critical information, such as
business license number, contact information, or applicant’s last name, blank on the
application;

f. ChoicePoint accepted apphications transmutted by facsimle from public
commercial locations, and accepted multiple applications for putatively separate
businesses from the same facsimile numbers, without further inquiry to verify the
authenticity of the applicant’s business; and

g ChoicePoint accepted and approved, without further mnquiry, the
applications of subscribers notwithstanding the fact that ChoicePoint’s own internal
reports on the applicant linked him or her to possible fraud associated with the Social
Security number of another individual.

14 ChoicePoint also failed to monitor or otherwise identify unauthornized activity by
subscribers, even after receiving subpoenas from law enforcement authornties between 2001 and
2005 alerting 1t to fraudulent accounts, and even when its own experiences with the subscriber
should have raised doubts about the legitimacy of the subscriber’s business. Examples of these
failures include, but are not limited to, the following:

a. Furmishing to a purported apartment leasing subscriber a large number of
consumer reports, over a relatively short period of time. that substantially exceeded the
total number of rental units stated 1n the subscnber’s application, without verifying that
the applicant had a permissible purpose to obtain the reports;

b. Continuing to furnish consumer reports to a subscriber when the
subscriber’s telephone had been disconnected, the business address of the subscriber was
found to be ncorrect, the credit card number provided by the subscriber for payment to

6
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ChoicePoint was 1n the name of an individual not associated with the subscriber’s
ChoicePoint account, the subscriber made multiple changes of address and/or telephone
numbers over a short penod of time, and the subscnber made payments to ChoicePoint
solely by commercial money orders drawn on multiple issuers;

c. Continuing to furnish consumer reports to a subscriber when the
subscriber’s ChoicePoint account was repeatedly suspended for nonpayment; and

d. Continuing to furnish consumer reports to a subscriber when the
documents submutted by that subscriber in the ChoicePoint application process were
1dentified by ChoicePoint personnel as suspicious.

VIOLATIONS OF THE FCRA

COUNT 1
15. Section 604 of the FCRA, 15 U.S.C. § 1681b, prohtbits a consumer reporting
agency from furmishing a consumer report except for specified “permussible purposes.”
16. In numerous nstances, ChoicePoint has furnished consumer reports to subscribers
that did not have a permissible purpose to obtain a consumer report.
17. By and through the acts and practices described in Paragraph 16, ChoicePoint has
violated Section 604(a) of the FCRA, 15 U.S.C. § 1681b(a)
COUNT 11
18. Section 607(a) of the FCRA, 15 U.S C. § 1681e(a), requires a consumer reporting
agency to maintain reasonable procedures to limit the furnishing of consumer reports to the
purposes listed under Section 604 of the FCRA, including making reasonable efforts to verfy the
identity of each new prospective user of consumer report information and the uses certified by

each prospective user prior to furmishing such user a consumer report.
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19. In numerous instances, ChoicePoint has failed to maintain reasonable procedures
to limut the furmishing of consumer reports to the purposes listed under Section 604 of the FCRA,
has failed to make reasonable efforts to verify the 1dentity of prospective new users of consumer
report information, and has failed to make reasonable efforts to verify the uses certified by each
prospective user prior to furnishing such user a consumer report. For example, ChoicePoint has
failed to examine or audit 1ts subscribers to ensure that they were 1n fact using consumer report
information for permissible purposes. In addition, ChoicePoint has failed to implement
reasonable procedures, such as site visits, audits, or other ventfication, for users who typically
have both permissible and impermissible purposes for using consumer reports (such as attorneys,
Insurance companies, private mvestigators, detective agencies, and protective service firms) to
ensure that such users were using consumer report information for permissible purposes only.

20. Section 607(a) of the FCRA, 15 U.S5.C. § 1681e(a), prohibits a consumer reporting
agency from fumishing a consumer report to any person 1f 1t has reasonable grounds for believing
that the consumer report will not be used for a permussible purpose.

21. In numerous 1nstances, ChoicePoint has furnished consumer reports to subscribers
under circumstances tn which ChoicePoint had reasonable grounds for believing that the reports
would not be used for a permussible purpose.

22. By and through the acts and practices described 1n Paragraphs 16, 19, and 21,
ChoicePoint has violated Section 607(a) of the FCRA, 15 U.S.C. § 1681e(a).

23 Pursuant to Section 621(a)(1) of the FCRA, 15 U.S.C. § 1681s(2)(1), the alleged
violations of the FCRA constitute unfair or deceptive acts or practices 1n violation of Section 5(a)

of the FTC Act, 15 U.S.C § 45(a).
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24 The acts and practices described in Paragraphs 16, 19, and 21 constitute a pattern
or practice of knowing violations, as set forth in Section 621(a)(2)(A) of the FCRA, 15 U.S.C
§ 1681s(a)(2)(A).

DEFENDANT’S VIOLATIONS OF SECTION 5 OF THE FTC ACT

COUNT I1I
25. As described 1n Paragraphs 12 through 14, ChoicePoint has not employed
reasonable and appropriate measures to secure the personal information 1t collects for sale to its
subscnbers, including reasonable policies and procedures to (1) verify or authenticate the
identities and qualifications of prospective subscribers; or (2) monitor or otherwise 1dentify
unauthornized subscriber activity
26 ChoicePoint’s failure to employ reasonable and appropriate security measures to
protect consumers’ personal mformation has caused or 1s likely to cause substantial injury to
consumers that 1s not offset by countervailing benefits to consumers or competition and 1s not
reasonably avoidable by consumers. This practice was, and 1s, an unfair act or practice 1n or
affecting commerce 1n violation of Section 5(a) of the Federal Trade Commission Act, 15 U.S C.
§ 45(a).
COUNT IV
27. Since at least 1999, ChoicePoint has adopted various privacy principles, including
but not limited to Exhibit A, which it has disseminated or caused to be dissemunated on 1ts
websites at www.choicepoint.com and www.choicepomt.net, incorporated 1n 1ts contracts with
subscnbers, and discussed 1n its Annual Reports filed with the Securities and Exchange

Commussion and distnbuted to shareholders and the pubhc These privacy principles contain the
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following statement regarding the confidentiahity and secunty of personal information collected,

maintained, or furmished by ChoicePoint:

28.

ChoicePoint uses administrative, technical, personnel, and physical
safeguards to protect the confidentiality and security of personally
identifiable consumer information 1n our possession. These
safeguards are designed to ensure a level of secunity appropriate to
the nature of the data being processed and the risks of
confidentiality violations involved.

ChoicePoint maintains a website, www.choicetrust.com, which contains

information directed at consumers. Through this website, ChoicePoint has disseminated or

caused to be disseminated vanous notices about the FCRA, including but not necessanly limited

to Exhibit B, containing the following statements:

29

Because ChoicePoint’s ChoiceTrust understands 1ts responsibility
to treat consumers fairly and to protect their privacy, we have
developed Fair Information Practices These practices are derived
from the Federal Fair Credit Reporting Act, but go beyond the
requirements of that law . . . ChoicePoint operated under its own
Fair Information Practices even before passage of this Act, and
continues to offer greater protection to the consumer than 1s
required by the FCRA.

ko kk

ChoicePoint allows access to your consumer reports only by those
authonzed under the FCRA In addition, each ChoicePoint
customer must venfy that he/she has a ‘permussible purpose’ before
receiving a consumer report

ChoicePoint has disseminated or has caused to be disseminated a letter and

Frequently Asked Questions (FAQ) to consumers who request a copy of their ChoicePoint public

records file, including but not limited to Exhibit C, containing the following statement-

Every ChoicePoint customer must successfully complete a ngorous
credentialing process. ChoicePoint does not distribute information

10
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to the general public and monitors the use of its public record
information to ensure appropnate use.

30.  Through the means described in Paragraphs 27 through 29, Defendant has
represented, expressly or by implication, that ChoicePoint has implemented reasonable and
appropriate measures under the circumstances to maintain and protect the confidentiality and
security of consumers’ personal information, including a ngorous credentialing process for
subscnibers to prevent persons without a lawful purpose from obtaining access to consumers’
personal information; and procedures to monitor subscribers’ use of 1ts public record information
to ensure approprate use

31. In truth and 1n fact, ChoicePoint has not implemented reasonable and appropnate
measures under the circumstances to maintain and protect the confidentiality and security of
consumers’ personal information, including a ngorous credentialing process for subscribers to
prevent persons without a lawful purpose from obtaining access to consumers’ personal
information; or procedures to monitor subscribers’ use of 1ts public record information to ensure
appropriate use. Therefore, the representations set forth in Paragraphs 27 through 29 were, and
are, false or misleading 1n violation of Section 5(a) of the FTC Act, 15 U.S.C § 45(a).

32.  The acts and practices of ChoicePoint as alleged in Paragraphs 27 through 30 of
this Complaint constitute deceptive acts or practices in or affecting commerce 1n violation of

Section 5(a) of the Federal Trade Commussion Act, 15 U.S.C. § 45(a).

THIS COURT’S POWER TO GRANT RELIEF

33. Each instance 1n which ChoicePoint has failed to comply with Sections 604 or 607
of the FCRA, 15 U.S.C. §§ 1681b, 1681e, constitutes a separate violation of the FCRA for the

purpose of assessing monetary civil penalties
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34 Plaint:ff seeks monetary civil penalties for every separate violation of the FCRA,
which occurred each time ChoicePoint- (1) furnished a consumer report to a person who did not
have a permussible purpose to obtain such a report; (2) furnished a consumer report under
circumstances where ChoicePoint failed to make a reasonable effort to verify the 1dentity of the
prospective user and the uses certified by such prospective user prior to furmishing such user a
consumer report, and (3) furnished a consumer report to any person when 1t had reasonable
grounds for believing that the consumer report would not be used for a permissible purpose under
the FCRA.

35. Section 621(a)(2)(A) of the FCRA, 15 U S.C. § 1681s(a)(2)(A), authonizes the
Court to award monetary civil penalties of not more than $2,500 per violation.

36 Under Sections 5(m){1)(A), and 13(b)of the FTC Act, 15 U.S C. §§ 45(m)(1)(A),
and 53(b), this Court 1s authonzed io 1ssue injunctive and such other and further equitable and
ancillary relief as 1t may deem appropnate in the enforcement of the FCRA and the FTC Act,
including consumer redress and disgorgement, to prevent and remedy any violations of any
provision of law enforced by the Commission

PRAYER FOR INJUNCTIVE AND MONETARY RELIEF
WHEREFORE, Plaintiff requests that this Court, pursuant to 15 U.S.C. §§ 45(a)(1),
45(m)(1)(A), 53(b), 1681s, and 1691c, and pursuant to the Court’s own equitable powers:

(D Enter judgment against Defendant and 1n favor of Plaintiff for each violation

alleged 1n this Complaint;

(2) Permanently enjoin Defendant from violating the FCRA and the FTC Act, as

alleged herein;

12
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(3)  Award Plamntiff monetary civil penalties from Defendant for each violation of the
FCRA alleged 1n this Complaint;

4 Award all equitable relief that the Court finds necessary to redress injury to
consumers resulting from Defendant’s violations of the FCRA and the FTC Act,
including, but not limted to, restitution, disgorgement, and other forms of redress;

(5) Order Defendant to pay the costs of bringing this action; and

(6) Award Plaintiff such additional equitable relief as the Court may deem just and

proper

Dated %ﬁ 20 , 2006

Of Counsel FOR THE UNITED STATES OF AMERICA:
JOEL WINSTON PETER D. KEISLER, JR

Associate Director for Assistant Attorney General

Privacy and [dentity Protection Civil Division

U S. Department of Justice

JESSICA RICH DAVID E. NAHMIAS

Assistant Director for United States Attorney

Privacy and Identity Protection Northern District of Georgla
KATHRYN RATTE BY Otossss L. PX A tsas
MOLLY CRAWFORD AMY L. BERNE

Attorneys Assistant United States Attorney
Division of Prnivacy and Identity Protection  Georgia Bar No. 006670

Federal Trade Commussion Northern District of Georgia
Washington, D C 20580 600 United States Courthouse

75 Spring Street, S.W
Atlanta, Georgia 30303
Tel  (404) 581-6261
Fax. (404) 581-6163

13
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EUGENE M. THIROLF
Director
Office of Consumer Litigation

Y =S

ALAN J. PHERPS

Tnal Attorney

Office of Consumer Litigation
Civil Division

U S. Department of Justice
Washington, D C 20530

Tel:  (202) 307-6154

Fax- (202 514-8742

Attorneys for Plaintiff
United States of America

14
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Exhibit A
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AGREEMENT FOR SERVICE - AGENTS/OTHERS

CHOICEPOINT PRIVACY PRINCIPLES
November 9, 1298

PREAMELE

ChowcePomt 15 2 leading provider af credentaling information about peopie and businesses that facilitates the
establishment of business relationshups for smarter decision-making. ChoiczPomt 15 also a business leader n protecung
and advocating cCOnsumer privacy

ChoicePoint stands for responsible, effecuve and innovauve use of personal :nformaton to help corporations,
governments, and individuals make decisions that maner This vision embraces using personal information to enhance
secunty and will help people and businesses by bringing increased confidence to decision-makers  Just s importantly,
this vision embraces developing consensual models to collaborate with consumers to deliver consumer services and to
protect personal privacy Increasingly, ChoicePoint will look to consumers as a source for the most accurate and timely
information about the consumer and as parmers n the appropriate use of consumer nformation to benefit both
ChoicePoint's customers and the consumer

Protecting privacy 15 always a ChoicePoint pnionty  Many of our products are slready subject to impertant privacy
protections provided by federal and state laws, such as the Fair Credit Reporting Act and 115 state law counterparts, or
by self-regulatory primciples, such as the Individual Reference Services Group (“IRSG™) Principles. We arc a founding
member of the IRSG and we are & leader in the adoption and impiementation of the IRSG Privacy Pninciples.

Ta underscore our fundamental commitment 1o privacy and our wsion that good privacy 1s good business - for
ChoicePoint, for our customers and for consumers — we have adopted the following Privacy Principles which are
beyond those mandated by law or self-regulstory principles:

SCOFE

Our Privacy Pnncipies appiy o all personally idenufiable mformation colfected, mamtmned, or used in delivenng
information products and services by any ChoicePowt company or line of business as well as our agents and
contractors, Of course, when nformation 15 subject to federal or state privacy law, we comply with that law and, n
addition, adhere to our Privacy Principles so as to provide consumers with privacy pnvileges beyond those mandated
by law.

L RELEVANCE

ChoicePoint will coilect, maintain, use, and disseminate personal information only to improve public safety, to reduce
fraud, 10 umprove risk management, 1o umprove the qualny of our customer services and products, or to help aur
customers drive down the cost of providing services and products

ChaicePotnt only collects, memtuns, dissemurates, and uses personally idenufisble informaton for select products and
services thet serve socially useful purposes. Some ChoicePomt products, for example, help tmprove public safety by
assisung law enforcement to track fugitives or by heipmmg day care centers screen potential workers for crumnal
records  Other products we offer help insurance companies and other businesses to reduce fraud, allow patients to
determine whether their doctors have had thewr licenses suspended or revoked, or assist employers in making
employment decisions. Informauon products of this type provide critical benefits 10 consumers that jusufy the use of
personally 1denufiabie informanon provided that appropniate privacy standerds are met. We understand the sensitive
namre of the personally (dentifiable information contained m many of our nformation products and we rigorously
protect this information and hrmit 11s use only o products that meet a siringent social utility test.

A REPUTABLE SOURCES

We obtain personally 1denufiable ‘nformaton only from sources known to us to be reputable  These sgurces igciuge
courts, public record repositories, and consumer reportiing agencies In addrtion, we increasingiy look for opportunin

to_obtamn personally identifiabje information on a cooperative, consensual basys from consumers and, further, look for
apporunuties to allow consumers to serve as a soprce of information_about themselves through consumer review

colrection, ar amendment

Reference number = <*REFNUM*> Page 5

Agreement for Service - Agents/Others Form 145 (05/2001)

C.LUE 15 aregistared trademark. A D D 15 a service mark, and ChoicePoint, the ChoicePoint logo, and NCF are
rademarks of ChoicePoint Asset Company

©2001 ChoicePoimt Asset Company Al nights reserved. FO03983

CONFIDENTIAL
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AGREEMENT FOR SERVICE - AGENTS/OTHERS

ChowcePoint places prionity on the -ehsbility of 1ts informarion sources  ChoicePoint carefully reviews its source's
informauon practices prior to using a source and ChoicePoimt ceases 10 use a source 1f the source ceases to provide
accurate, complete and umely nformanton

Ofientimes, the consumer is one of the best sources of mformation about the consumer Where appropnate and
possible, ChoicePomt will seek to develop consensual models to ebtain consumer mput and parncipation

kX NOTICE/OPT-OUT

We nform_consumers either directlv or throueh notices 1n our brochures, on qur web site, or_through other public
mformation and education opportunities, of the tvpes of information we obrain_szbout consumers, how and when that

information 15 used when 't might be disclosed, and the sieps we rake 1o protect it In addinon, where appropriate, we
allow cansumers to opt-ouz of the dissermination of the personally 'dennfiable informauon from our datsbases

Increasingly, ChoicePomt 15 building direct or indirect contacts with consumers and, therefore, ChoicePaint's abality to
offer apt-outs (where appropriaie), provide notice or, at a mimimum, ¢ducate the public about ChowcePoint and our
preducts and services, 1s growing While we work io give consumers greater control over their personal inforrmatien,
we do not permit consumers 10 opt-out of certain databases For instance, ChorcePoint does not permit cansurmers to
opt-out of our databases that arc designed to combat fraud, as permitiing consumers 10 opt-out of such a database would
defeat the purpose of the database

4 INTERNAL USES

We recoenize that the personally dentifiable information contasned in meny of our information products 1s sensitive
Therefore, we strictly imit access to personal wnforination to those ernplovees who need access tn order to carry gut
ther responsibilities  All emplovess are pronibited from “browsing” through our files and databases. We train ou

emplovees in the appiication of gur nted-to-know standard We penodically audit for comphiance with this standard
and we umpose penalties for any fanlyre to ¢ with this standard,

ChorcePoint has adapted & need to know standard for employee access to personally 1denufiable informanon. We
cmphasize thus standard with 2 flat out prohibition against our employees, under any circumstances, browsing through
our databases to obtan informaton on celebnities, fhends, neighbors or others who may be of interest. We also wamn
our employees n the application of our information use policies, we audit for compliance with these policies, and we
will sanction empioyees whe violate these policies.

5. DISCLOSURE TO CUSTOMERS AND OTHERS

ChaicePunt discloses personally identifiable rnformation g customers and others only pursuant to copsum atie
consumer consent or when in comphiance with law or le roc

We provide personally dentifigble information_to customers to bring increased confidence to decision-makers, We
nsist that our customers use our personatlv idenufiable informanon products and services 1n a manner congistent with
our Privacy Principles,

For the vast majonity of our busmess transacuons, we obtain consent from the consumer directly or through our
customers before we disclose informanon to third parnes  However, in cases where consent is not practical, we provide
nouce through Web sites and education matenials of the uses w0 which our information is put  In addition, however, we
may be required by court order or subpoena to provide persenally 1denufiabie information without the consent of the
consurner to whom 1t pertains.

6. ACCURACY
ChoicePoint stnves to maintain the hiphest practicable data accuracy

When we obtain nformation from public record repositones or other "official" sources, we scek to accurately capture
and reflect the information obtained from these sources

Reference number = <*REFNUM*> Page 6

Agreement for Service -Agents/Others Form 145 (05/2001)

C L UE 1saregistered trademark, AD D s a service mark, and ChoicePoint, the ChascePont loge, and NCF are
rademarks of ChoicePoint Asset Company

©2001 ChoicePomnt Asset Company All nghts reserved. F003984

CONFIDENTIAL
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AGREEMENT FOR SERVICE - AGENTS/YOTHERS

Informauon 1s the core of our busingzs and providing accurate information is vital to our success If a consumer
notifies us that personally idenufiable informaven s incarrect, we will either correct the information or direct the
consumer to the source of the information for correction

If, upon review, we believe that the existing information s carrect, we will inform the cansumer  If the consumer sull
disputes the accrracy of the .nformation, we will note, if appropriate, the consumer dispute 1n our records

7. CONSUMER ACCESS

ChoicePoint _provides consumers with access to and copies of virmuallv all personally idenufiable information we
maintain_on that consumer

We believe that consumers should be abie to find out what personally identifiable informaton we maintaun about them,
We believe that consumer access promotes accuracy and helps consumers to better understand the types of products
and services that we provide and the benefits of those products

There are some excepuions to this rule, including when providing access may have an adverse impact on the health or
safery of the consumer, when access would violate the pnivacy of another individual or reveal the identnty of a
confidential source, when the information 1s processed by ChoicePaint but controlled by an outside party; when access
15 protbited by law, or when the informsaton requested is related to itiganon mvolving ChoicePoint or its affihates

8. SECURITY

ChoicePoint_usgs admimisirative, technica), personnel and phvsical safeguards to protect the confidenualjy and
secunity of personally identifiable consumer information 1 our possession

These safeguards are designed o ensure a level of secunty appropriate to the nature of the data bemg processed and the
nsks of confidentiality violanens involved,

9. COMPLIANCE PROGRAM

ChoicePoint has implemented a comprehensive comphance program

Compliance actions mciude:

¢« Tranmg all ChoicePoint employees with access to personally identifiable informanon in the purpose and
application of our Pnivacy Principles,

s  Requinng cmployees with access to personally idenufiable mformarion to sign confidentiality agreements,

s Conductng background checks of employees hired for positions with access 10 personally idenufiable
informanion; and

«  Holding employees accountable for violatans of our privacy pohicies, with sanctions, including the passibility of

termunation of employment.

10, PRIVACY RESPONSIBILITY

To_snsure_that our privacy program receives _high-level attention our Board of Durectors hes created a specral
committee to oversee the implementation, and furare development of gur Pnvacy Principles.

In addition, a_semor ChoicePoint official 1s responsible for implemenung and oversesmng the admiustraton of gur
Povecy Principles on a dav 1g_day basis.

This offictal s responsible for,

e  Working with a special commuttee of the Board of Directors on privacy 1ssues;

*  Workng with our Human Resources Deparunent 10 oversee our employee training program;
s Overseemng our consumer pomt of contact’s resolution of privacy inquines and complaints;

F003985
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AGREEMENT FOR SERVICE - AGENTS/OTHERS

»  Working witk our legal deparzmens t0 ensure our ongoing compliance with applicabie privacy laws as well as our
Privacy Principles,

«  Overscemng our consumer sducation and outreach effons, and

s Otherwise administering the impiementation and enforcement of our Privacy Principles and other privacy matters

11. COMPLIANCE ASSESSMENTS

ChotcePoint_will conduct nenodic compliance assessments of our :niemal oractices to _ensure that the Privacy

Principles are being umplemented effecuvely

We take compiiance with our policies seriousty We will assess our comphance with our Pnivacy Principles
periodicatly to make sure that all of our business units arc in comphance  Some assessments may also be conducted by
outside parties.

12. INTERNET PRIVACY

ChoicePoint recopnizes the impertence of the pnivacy of information obtained over the Internet and applies its Privacy
Principles to the online environment,

We have developed an online privacy policy reflecting our Privacy Principles and evolving standards for Internet
privacy and we have placed these procedures, and our Privacy Principles, on our home page and the home pages of our
business units. Tlus privacy pokicy 1s easy to find, read, and understand  We give the consumer choice about the use of
informauon collected about the consumer onlne. We aiso provide formation about our data secunty measures, our
data quality and access controls, and means 10 corTect any inaccuracies 1n information colected about a consumer aver
the Intemnet.

We will mamntan a “privacy seal” through a nauonally recognized seal organization which applies the Online Privacy
Alhance (“OPA™) gudelines for Internet privacy and provides a dispute-resolunon system for consumer compiamnis

regarding online privacy.

13. GOOD STANDARDS/EDUCATION EFFORTS

ChoicePoint pledges that s business umits will work activelv to promote up-to-date and meanngful privacy standards
for their industries

We will paricipate actively in self-regulatory privacy miuatives as wel} as paruppating ip the debate about developing

rvacy laws and reculanons  We will also engage in consumer education ={forts 1o promote privacy ewarcness.
14. CONSUMER POINT OF CONTACT AND DISPUTE RESCLUTION

ChoicePaint provides consumers with a pomt of contact 1o respond to consumer guestions about our Privacy Principiles
and to_assist consumers in e\ercising their ophions under our Pnivacy Principles,

With over 3,500 employees across the country, we know that finding the nght employee to 12lk 1o 15 important for
CONSUMmers.

Therefore, we provide consumers with a point of contact through a toll-free number and email. This paint of contact

wilk

» Be availabie to answer consumer questions regarding our privacy policies and procedures,

»  Durect the consumer to 2 pomnt of contact m the relevant business unit;

e  Address complamts from consumers regarding posstble violations of our Privacy Principies; and

s  Assist consumers in exercising thewr nghis of opt-out, access, or correction under our Privacy Principles.

In the unlikely cvent that a disagreement with the consumer persists, we are committed i0 developing easy to use,
consumer frendly procedures two resolve any dispute

Reference pumber = <*REFNUM*> Page 8
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Chick on the following state if you resside:n CA, CT, MA, MD, N. NJ. TX, VT WA

Your FCRA Rights

Because ChoicePoint's ChaiceTrust understands its responsibility to treat
consumers fairly and to protect their privacy, we have developed Farr
Information Practices These practices are denved from the Federal Fair Credit
Reporting Act, but go beyond the requirements of that law With your
assistance, our Farr information Practices can help you protect your privacy
and achieve the farrest possibie business dealings with iInsurance companies

ChoicePomt operated under its own Farr Information Practices even before
passage of this Act, and continues to offer greater protection to the consumer
than 1s required by the FCRA

What is the Fair Credit Reporting Act (FCRA)?

The Federal Fair Credit Reporting Act (FCRA) promotes accuracy, farness
and privacy of information in the files of every consumer-reporting agency
(CRA) You can find the complete text of the FCRA 15 U S C 1681 etseq, at
www flc gov

Summary of Your Rights under the FCRA The Federal Farr
Credit Reporting Act (FCRA) 1s designed to promote accuracy, faurness, and
prvacy of information in the files of every ” consumer reporting agency

" (CRA) Most CRAs are credit bureaus that gather and selt information about
you -- such as if you pay your bills on time or have filed bankruptcy - to
creditors, employers, landlords, and other businesses You can find the
complete text of the FCRA, 15U 8§ C 1681-1681u, at the Federal Trade
Commissicn's web site (http //iwww fic gov) The FCRA gives you specific
nghts, as cuthned below You may have additional rights under state law You
may contact a state or local consumer protection agency or a state altorney
general ta learn those nghts

® You must be told »f inforrnation in your file has been used against
you Anyone who uses informatron from a CRA to take action against
you -- such as denying an application for credit, insurance, or
employment — must tell you, and give you the name, address, and
phone number of the CRA that provided the consumer report

® You can find out what 1s 1n your file. At your request, a CRA must
give you the information w your file, and a list of everyone who has
requested it recently There i1s no charge for the report If a person has
taken achion against you because of information supplied by the CRA,
if you request the report within 60 days of receving notice of the
action You also are entitled to one free report every tweive months
upon request if you certify that (1) you are unemployed and plan to
seek employment within 80 days. (2) you are on welfare, or (3) your
report 1s inaccurate due to fraud Otherwise. a CRA may charge you
up to eight dollars

® You can dispute inaccurate information with the CRA. If you
tell a CRA that your consumer report contains tnaccurate imformation,
the CRA must investigate the items (usually within 30 days) by
presenting to its information source all relevant evidence you submit,
unless your dispute 1s frivolous  The source must review your evidence
and report its findings to the CRA (The source also must advise
nationat CRAs — to which 1t has provided the data — of any error ) The
CRA must give you a wntlen report of the investigation, and a copy of
your report if the invesbgation results it any change If the CRA's
investigation does not resolve the dispute, you may add a bnef
statement lo your file The CRA must normally include 2 summary of
your statement in future reports if an item 1s deleted or a dispute
statement 1s filed, you may ask that anyone who has recently receved
your report be notified of the change

® Inaccurate information must be corrected or deleted. A CRA
must remove or correct inaccurate or unverified information from its
files, usuaily within 30 days after you dispute it However, the CRA 1s

hitp //www choicetrust com/xsl/faq/fcra/fcra_consumer.htm 9/6/2005
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Your FCRA Rights

not required to remove accurate data from your file unless it is
outdated (as descnbed below) or cannot be verified {f your dispute
results In any change to your report, the CRA cannot reinsert into your
file a disputed tem unless the information source venfies its accuracy
and completeness In addiion, the CRA must give you a wnitten notice
telling you it has reinserted the item The notice must include the
name, address and phone number of the information source

® You can dispute inaccurate items with the source of the
information. If you tell anyone — such as a creditor who reports to a
CRA - that you dispute an item, they may not then report the
information to a CRA without including a notice of your dispute In
addition, once you've notified the source of the error in writing, it may
not continue to report the information if it1s, in fact, an error

® Outdated information may not be reported. In most cases, a
CRA may not report negative nformation that 1s more than seven
years old. ten years for bankruptcies

® Access to your file is hmited. A CRA may provide information
about you only to people with a need recognized by the FCRA —
usually to consider an application with a credior, insurer, employer,
landiord, or other business

® Your consent is required for reports that are provided to
employers, or reports that contaln medical information. A
CRA may not give out information about you to your employer, or
prospectve employer, without your written consent A CRA may not
report medical information about you to creditors, msurers, or
employers without your permission

® You may chooss to exclude your name from CRA lists for
unsolicited credit and insurance offers. Creditors and insurers
may use file mformation as the basis for sending you unsolicited offers
of credit or insurance Such offers must include a toll-free phone
number for you to call if you want your name and address removed
from future lists If you call, you must be kept off the hsts for two years
If you request, complete, and return the CRA form provided for this
purpose, you must be taken off the lists indefinitely

® You may seek damages from violators. If a CRA, a user or (in
some cases) a provider of CRA data, violates the FCRA, you may sue
them n state or federal court

The FCRA gives serveral different federal agencies authonty
1o enforce the FCRA

FOR QUESTIONS OR PLEASE CONTACT:
CONCERNS REGARDING:

CRAs, creditors and others Federal Trade Commission
not listed below Consumer Response Center -
FCRA

Washington, DC 20580
202-326-3761

National banks, federal Office of the Comptrolier of

branchesfagencies of foreign [the Currency

banks (word "National” or Compliance Management,

initials "N A * appear in or Mail Stop 6-6

after bank's name) Washington, DC 20219
800-613-6743

Federal Reserve System Federal Reserve Board

rmember banks (except Dwvision of Consumer &

national banks, and federal Community Affarrs
branches/agencies of foreign {Washington, DC 20551
banks) 202-452-3693

Savings associations and Office of Thrift Supervision

http://www.choicetrust com/xsl/faq/fcra/fera_consumer.htm
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federal institution’s name)

Case 1.06-CV-00108-GET Document 1-1
Your FCRA Rights

Consumer Programs
Washington, DC 20552
800-842-6929

Federal credit unions (words
"Federal Credit Urion” appear
n institution's name)

National Credit Union
Admunistration

1775 Duke Street
Alexandria, VA 22314
703-518-6360

State-chartered banks that
are not members of the
Federal Reserve System

Federal Deposit Insurance
Corporation

Division of Comphance &
Consumer Affars
Washington, DC 20429
800-934-FDIC

Awr, surface, or rail common
carrers regulated by former
Civil Aeronautics Board or
Interstate Commerce
Commission

Department of Transportation
Office of Financal
Management

Washington, DC 20590
202-366-1306

Activities subject to the
Packers and Slockyards Act,
1921

Department of Agriculture
Office of Deputy Admiristrator
- GIPSA

Washington, DC 20250
202-720-7051

Filed 01/30/2006

To whom does ChoicePoint provide my Consumer
Report?

ChoicePoint allows access to your consumer reports only by those authonzed
under the FCRA In addition, each ChoicePoint customer must verify that it has
a “permissible purpose” before receving a consumer repart When you sign an
insurance application, you give the msurance company permissible purpose to
order information reports related to your credit, dnving history, and claims
history

Which products available through this site are Consumer
Reports?
The claims. crecit 2nd driving record reports are considered consumer reports

close window

http.//www choicetrust.com/xsl/fag/fcra/fcra_consumer.htm
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e CholcePoint
ChHolepPHInT Office of Privacy Compliance
N, 1000 Alderman Drive, MD 71-K
Alpharetta, GA 30005

Dear Customer:

Thank you for ordering Your Personal Public Records Search from ChoicePolnt. CholcePoint Is committed
{0 the responsible use of information to help create a safer, more secure society while ensuring the protection
of personal privacy. We are pleased to provide you with this report to help you better understand the information
available through companies like ours and the positive power this information can have.

The following describes what is Included in your custom search:

- Your Personal Public Records Search Results are based on the search we conducted through federal,
state and local government agencies upan your recent request.

- Your Personal Non-Financlal Credit Bureau Data Results Includes identity information obtalned from
the three national credit bureaus. This information is sometimes called credit header data and includes
name, address and soclal security number. It does NOT indude credit information or any financlal data.

- Your Personal Publicly Avallable Records Seerch Results include information from published telephone
direcfories. Please note that this information does not include unlisted numbers and addresses.

Please keep in mind the following Important points when reviewing your resulis. Each record section has a
detalled description about the source of the record. If you need more information, we have included a Q&A
product sheet Please review this information carefully. it's an easy way to get quick answera.

Results that you belleve are Inaccurate.

There are situations when a record may appear for someone else for a varlety of reasons. Some records may
appear because another person has lived at the same address and shares the same last name. There are also
shuations where the information has been recorded incorrectly by a reporting ny or agency, or there may
be fraudulent activity. If you believe that any information contained in this report E Inaccurate, review the
Q&A product sheet provided in this package for quick answers. If you stifl have concems, you can request an
Inquiry package from us at:

CholcePoint

Office of Privecy Compllance
1000 Alderman Drive, MD 71-K
Alpharetta, GA 30005

Or contact us by e-mall at: choicetrust_solutions@malica.custhelp.com

Sensitive tams In your report
Some sensiive tens in your report may be blocked with Xs, These Xs are used to protect your privacy and
that of others that may be listed in the report

- Sodal securlty numbers: (SSN) The last four digits of any SSNs of individuals who have been assodated
with you are substituted with Xs.

- Datas of birth: The specific date of birth Is substituted with Xs,
This regort provides you with valuable information about your public records. Thank you for your interest In
CholcePoint.

Thank you,

ChoicePolnt Public Records Group
Consumer Disclosure Department

F000617
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ChoicePoint Questions & Answers Product Sheet

General Questions

1. Who is ChoicePoint® ?

ChoicePoint 1t one of the nation’s ieading providers of identification and credential verification
services for making smarter decisions In a2 world challenged by increased risks.

CholcePoint is also a frusted source of decision-making information that heips reduce fraud and
mitigate risk.

Through the identification, retrieval, storage, analysis and delivery of data, ChoicePoint serves
the informational needs of businesses of all sizes, as well as federal, state and local government
agencies. ChoicePoint complies with federal, state, govemment agency laws and regulations

regarding privacy.
2. What ars Public Records?

Public records &re records genersted by various govemment entities including:

- Courts

- Licensing boards

- Secrelaries of State

- Local govemment offices

Examples of public record information:

- County assessor records prowde mailing and property addresses for real property owners across the
Untted States.

- Secretary of State information locates corporstions and imited partnarships, principal officers and
registered agents throughout the United States.

- Professionat hcensing indexes identify addresses for individuails and businesses ficenssd in mors than 40

professions.

- Bankruptcies, lens and judgments display addresses of individuals and businessss with derogatory
financial histories.

- Uniform Commercial Code indexes provkie identifying information on individuaks and businessas with

secured financing.
3. What are publicly avallable records?

Publicly avallable records are obtained from commonly used, non-governmental sources that are
in the public domain. For example, this type cf information Is often gathered from published
telephone directories, Please note, these records are based on historical data and do not include
unlisted phone numbers and addresses.

© 2004 CholcePuint Asest Cormpany. Al righis reserved. 1
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ChoicePointn Questions & Answers Product Sheet

4, What are our Informetion sources for Your Personei Public Records Bearch report?

Public records sources include;

- Property tax assessors offices — property ownership
- Deed recorders offices ~ deed transfers
- Federal Aviation Administration — aircraft and pliot licenses
Secretanes of State - UCC filings, business affiliabions, officer of a business, trademarks,
~  sendice marke
- Federal banknuptey courts - bankruptcies
- County chvil courts — hens and judgments
- State licensing boards ~ professional licenses
~ Federal Communications Commission — marine radio ficenses
- Drug Enforcement Administration — DEA controlled substance licenses
- Bureau of Aicohol Tobacco and Firearms — federal firearms and explosives licenses
- Department of Defense — Active U.E. milltary personnel records
- Securities and Exchange Commussion — significant shareholder records

Publicly available sources include:

- Telephone dwectory bstings
Non-public informabon sources include:
~  Sotial Security Administration

~  Credit bureaus

5. Who uses ChoicePoint’s public records data?

ChoicePoint only serves government agencies and legitimate businesses that have a permissible

purpose to use public record deta. Every CholcePoint customer must successtfully complete a
rigorous credentialing process. ChoicePoint does not distribute information to the general public
and monitors the use of #s public record information to ensure appropriate use. ChoicePoint
customers use public record information to combat fraud, find missing people, fight crime and
minimize risk associated with business decisions.

6. Who has access to my information?

ChoicePoint’s public records are restricted to professionals who must qualify for the service. Our
subscribers include legal, professional and insurance industry investigators, and federal, state

and local law enforcement agencies.

© 2004 CholcePoint Assst Company. Al righis ressrved.
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ChoicePoint Questions & Answers Product Sheet

7. Do you have FBI files?

No. ChoicePoint does not have access to FBi files.

8. How do | contact the credit bureaus?

There are three major credit bureaus in the United States (Experian, Equifax and TranaUnion),
You may contact them directly to obtain a copy of your credit report or inquire about changes
and/or errors in your reported nformation Toll-free telephone numbers for the three credit
bureaus are shown below:

Experian 888-387-3742
Equifax 800-685-1111
TransUnion 800-888-4213

9. What can i do if ] belleve | have been a victim of dentity Theft?

There are a number of resources available to help you if you are a victim of identity theft. If you
befieve you are a viclim, comact the fraud depariments of the three major credit bureaus to obtain
a copy of your credit report and to place a fraud slert on your credit file. The fraud alert requests
creditors to comact you before opening any new accounts or making any changes to your existing
accounts, Contact numbers for Equifax, Experian and TransUnion are:

Equifax 800-685-1111
Experian 888-367-3742
TransUnion 800-888-4213

Piease note, you do not have to be a victim of identity theft to place a fraud alert on your credit
reports. This is a step marny people take as a preventive measure to protect their identity.
Remember, if you place a fraud elert on your credit file, R may delay any application for credit that
you may submit in the future.

if you have confirmed that you have been a victim of idenity fraud, here are some additional
steps to take:

Contact your local and state authorities to determine whether they pursue identity theft cases.
Even if your local police depariment will not pursue the case, file a police report. Get a copy of the
report 1o submit to your creditors and others that may require proof of the crime.

Close the sccounts that you believe have been tampered with or opened fraudulently. To dispute
a new, unauthorized account, use the 1D Theft Afidavit, avellable through the Federal Trade
Commission. Go to www fic.gov or request one by cafling 202-326-2222. You can also use the
Broderbund Identity Theft Software, which includes all of the forms needed o address identy

theft. (www.broderbund com)

© 2004 Choics Point Axset Comparyy. Al rights reserved. 3
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ChoicePoint Questions & Answers Product Sheet

Some additional Web sites you may find useful are:

waaw usdoy govicniminal/fraudhdtheft html

www consumer govidtheft/

www privacynghts org/itre-quizd htm

© 2004 ChoiceFolnt Avset Company. All righla massrved.
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ChoicePoint Questions & Answers Product Sheet

Specific Questions about Your Personal Public Records Search Report

1. Why are other names listed with my social security number? When should | be
concemed?

Multiple names can appear with your social secunty number for 8 number of reasons including:

Whean applying for credit m the past, vou may have used other names such az 8 mickname or maiden

name, or
you might be known by your middle name instead of your first name.

- Jointty filed public records

- Jaint credit accounts (current and hisiorical)

- individusis with the same name (Jr.,, Sr.)

« There also might hawe been misspellings of your name

- There may be freudulent activities gascciated with your name and social security number (see bslow).

IMPORTANT: Please pay special attention to the sections related to other ndividuals associated
with your social security number. These sections, which are sourced from the three national credit
bureaus, mey show instances where your social security humber has become associated with
another individual’s name. This typically happens through an input error; however, it can be a tip
that & fraudulent activity may have occurred. Therefore, f ancther individual is associated with
your social secusity number and you do not understand the reason, we urge you to obtain & credit
report from the three national credit bureaus: Equifax, Experian and TransLUnion,

TolHree telephone numbers for the three credit bureaus are shown below:

Equifax 800-885-1111

Experian 888-397-3742

TransUnion 800-8868-4213

*If you believe you are a victim of identity theft, please see general question #9: "What can | do if |
believe | have been a victim of identity Theft?*

2. Why Is my report showing information that is old?

ChoicePoint does not exclude information in the search just because it is historical. CholcePoint
has information that is both curent and historical in order to provide the most thorough data
available.

3. Why Is my report showing addresses at which | never lived?

The addresses that appear on your report are provided by the three major credit bureaus.
Addresses that do not belong ¥ you may appear because family members or former family
members may have co-applied for credit or may have shared an address with you.

© 2004 Choice Point Asset Company. All rights reserved. s
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ChoicePoin tu Questions & Answers Product Sheet

4, The report says | have a corporation, but | don't. Why?

Corporation records are retumed two different ways in your report:

1) Business affiliations denved from Secretary of State corporation records will be listed when
the last name and an address in your address hustory match those on & corporate record.

2) Possible officer of a business search results may be retumed based on a name-only match.

Because limred mformation is used to match these records, information that does not pertain to
you may be listed in order to provide all possible records.

5. Why are there typographical errors and mistakes in my report?

ChoicePoint provides a service by gathering and consclidating records on behaif of federal, state
and Jocal govemment agencies across the nation. Since ChoicePoint does not create the public
record information in its possession, ChoicePoint does hot have the right or ability to change or
comect k.

¢. Why don’t you have my current address?

ChoicePoint provides the most up-to~date information avaliable. As information is received from
the three major credit bureaus, your report will be updated. If you have not updated your address
with companies thet report information to the credit bureaus, It may not appear.

7. Why do | have other soclal security numbers fisted for my name?

Other social security numbers, names, dates of birth or addresses may be found when a search
is run using your supplied social security number. These recoids are obteined from credit
bureaus. Frequently other individuals are linked with social security numbers for saveral reasons
including: jointly filed public records, joint credit accounts {current and historical), typographical
errors, individuafs with the same name (Jr., Sr.) snd fraud. if you befieve you are a victim of
identity fraud, please see general question #9: “What can | do If ] believe | have been a victim of

ldentity TheR?"
8. Why is my father’s (or son’s) Information on my report?

Our report matches the name you supplied to our public recards dats on file. We do not make any
distinction between "Juniors” and "Seniors” when matching names and this may be why you see
fathers and sons listed.

© 2004 Choice Point Asset Company. All rights reserved. [
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ChoicePoint Questions & Answers Product Sheet

8. Why don't you show the home | purchased under your property records?

Qur property records are matched based on a name and exact match on the address including
ZIP code. The information is retneved from the county tax assessor's office on an annusl basis. it
may be that we were unable lo produce an exact maich on the address supplied or we have not
yet received the annual update to our information.

10. What is a UCC?

The Universal Commercial Code (UCC) regulates secured transactions m which an individual or a
business has secured the loan with some sort of collateral. UCC filings are denved from the
applicable Secretary of State. The UCC filing records in your report match your last name and an
address listed in your address history.

11. Why don't you show the UCC paid off (terminated)?

UCC updates are obtained from the Secretary of State in all 50 states &t various intervals
throughout the year. if we do not yet show the UCC paid off, our information may not yet be
updated for this particular state.

12. Why is my profeasional license not listed?

Professional licenses are obtained from various siate licensing boards st various intervals
throughout the year. If we do not show your professional license, our inforrnation may not yet be
updated. Depending on the state, we may or may not have professional license information for
your profession,

13. What do the dates mean next to my addresses reported?

When reporiing address information from a credit bureau, we pass along to you all dates noted
on the addresses reported from the credit bureaus. This date is an internal indicator to the credit
bureau and not CholcePoint.

14. Why do you report old Information when it's been corrected at the credit bureaus?

ChoicePoint does not exclude information in the search just because it is historical information.
ChoicePoint has information that Is both current and historical in order to provide the mast

thorough data available.
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15. Why is my property appraised amount incorrect?

Property information 1s obtained from the county tax assessor's office, Each county reports on an
annual basis. If you have specific questions about your property in the report, you may want to
contact the county tax assessor for that property.

16. Can you get my court records?

No. In your personalzed public records report only immediate information is made available.
Typically, researchers must physically visit a courthouse to retrieve court reconds.

17. Wil the report Include criminal records?

Np. Please visit the Self-Check Criminal product on www.Cholce Trust.com.
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