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Thank you, Laura, for that thorough presentation. 

 

I fully support this study. As Laura mentioned, the FTC’s work has uncovered that major 

social media and video streaming platforms have become a huge vector for misleading ads, 

financial scams, and other types of fraud. In 2021, more than one in four people who reported 

losing money to fraud said it started on social media with an ad, post, or message.1 Data 

spotlights by our team also found that since 2021, nearly half of those who report cryptocurrency 

losses say it began on social media.2 Another report details how, during the throes of the 

COVID-19 pandemic, deceptive COVID claims particularly thrived on social media.3 

 

We are deploying our full set of tools and authorities to tackle deceptive practices that 

increasingly occur on digital platforms.4 Given these findings, it’s also important for us to 

understand the factors that are allowing fraud on social media platforms to proliferate. For 

example, several of these platforms generally earn their revenue at least in part through 

behavioral advertising, whereby a platform will collect data on users in order to be able to target 

them with personalized ads. These platforms’ bottom lines depend on user engagement, which 

tends to result in a business focus on tactics that boost traffic and time spent on the platform. 

 

I am especially eager to understand the role of this business model and the incentives it 

creates. For example, how do platforms’ business incentives align with rooting out fraud? If 
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financial scams and counterfeit goods are driving engagement on the platform, how do platforms 

decide whether to crack down on fraud or whether instead to turn a blind eye? And to what 

extent do targeting and personalization tools on platforms enable scammers to target their 

victims with immense precision? 

 

Our 6(b) authority is an important tool the agency can use to gain a deeper understanding 

of market trends and companies’ business practices. This study in particular builds on the 

Commission’s recent efforts to dive deeper into the scams and other fraudulent conduct that stem 

from paid advertising on social media.  

 

The insights from this study will better equip the agency’s enforcement work to protect 

consumers from deceptive advertising. More broadly, this study would make important progress 

on the Commission’s efforts to pinpoint the root causes of unlawful conduct in the digital 

marketplace. 

 

Thanks again to our staff for their work on this. 

 

*** 


