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INTRODUCTION

Peer-to-peer ("P2P") softare providers , such as KaZaA, Grokster, Morpheus, and

Limewire, distribute free file-sharing softare to end-user consumers throughout the U.S. and the

world. The P2P software enables consumers who are par of the P2P network to easily search

millons of other in-network consumers' personal folders for fies, including images and videos

and to download them free of charge. The P2P providers profit by sellng advertisements that

appear both on their websites and on the users' computers when they employ the file-sharing

softare. Some of these advertisements are generated by third-par software providers who

parner with P2P softare providers to bundle their software with the P2P softare in exchange

for a fee. Several P2P providers also profit by selling " premium" fie-sharing softare that is "

free " typically at a subscription cost to the end-user of around $30.00.
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Whle P2P software is "free" to download, it comes at a high and undisclosed price to

consumers. Consumers " pay" dearly for their use ofthis product through increased securty

vulnerabilities, reduced performance of their computers and lost privacy. They also subject

themselves to a varety of legal risks, including prosecution for copyright infringement or even

unlawfl distribution of pornography. Teenagers and even children are among the most frequent

users of P2P networks, and parents may not be aware their children have downoaded the

softare, or of the tyes of materials to which their children are thus exposed. This paper

examines the undisclosed price (i. injur) consumers incur in the use ofP2P softare, the role

P2P providers play in causing that injur, and finally whether the P2P providers' business

practices violate Section 5 of the FTC Act or the Childrens Online Privacy Protection Act.

P2P softare providers do not adequately, if at all, inform consumers of the securty and

privacy risks associated with downoading and using their software to share fies over P2P

networks. Specifically, these providers omit material information concernng the risk of viruses
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